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August 18, 2026: Key Risk Strategy

Microsoft Sentinel Centralized security analysis Build sustainable & evolvable
will be decommissioned & visual management capabilities security operations alternatives
in CenturyLink Azure environments disrupted SOC continuity independent of vendor lifecycle

& response efficiency impacted
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¢ Ingestion Base & Visualization Portal + Solution Highlights

e Utilize Log Analytics to Build a customized security e Lightweight, non-heavy SIEM
ingest logs from VMs, dashboard using Grafana Transparent, extensible
WAFs, databases, and more monitoring solution
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Identity Security Trends Perimeter & Network Security Trends Data Security Trends

Login Failure Sources HTTP/HTTPS Requests Intercepted High Risk Operations Trend
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Sensitive Data Access Audit
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Independently Controlled Cost Managed Continuously Evolving

Based on open-source solutions, No costly SOC managed services Support continuously expanding
t end-of-life risks or complex third-party licensing analysis dimensions & data sources

in sync with business growtt




