
bestCoffer   Virtual Data Room®

Company and Product Introduction



Contents

Company Introduction

bestCoffer Virtual Data Room

Our Services

Why bestCoffer



Company Introduction

20+ years

In China

ISO9001 & ISO27001

ICP Operation License￥106.4 M

Registered 

Capital

20%

Business

Consultants

53%

Technical 
Consultants

1200+

Staff

200+

Leading Enterprises 
Served in China

Shanghai

Nanjing

Guangzhou

Beijing

Shenzhen

China Headquarter（Shanghai)

Delivery Center（Nanjing）

Branch（Beijing）

Branch（Guangzhou）

Supporting Center（Shenzhen）

Branch（Shenyang）



We are offering One-stop Solution for Digitalization

Consulting 
Services

Solutions & 
Applications

Cloud Services Maintenance & 
Supporting

Partnership

• IT Consulting

• Business Process 

Improvement

• Enterprise Application 

Development

• Network Security

• Digital Marketing

• CRM

• Fintech

• e-Commerce

• ERP

• Mobile Application

• Software 

Development

• Cloud Computing 

Solution

• Lianwei Cloud Service

• Information Security

• Distributed Storage 

• Intelligent Surveillance

• IAAS

• Global Monitoring 

Center(7*24)

• Pro Data Backup and 

Recovery

• OSS (Operation 

Support Services)

• Deal Sourcing

• Consulting Services

• Data Insights

Lianwei 
Core Services



Lianwei Intelleagle Business Overview
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Consulting

Training & Certification

Cloud Management Service

Operation Service

Solutions

Digitalization

Services

Data Eco-System

Data Management

DMP

Investment Management Platform (eFront)

Security Process Center (SPC)

Due Diligence Management System (iDD24)

Invesights

Alternative Investment School

Alternative Investment Day

iMobile

Data Subscription

Data Management Service

Product & Maintenance Service

Partner Network

Virtual DataRoom (bestCoffer)

“Offering Global Intelligent Fintech Solutions”

As a leading player in Alternative investment management technology industry, we focus on providing full life cycle investment management solutions and services for 
General partner, limited partner, asset manager and other institutions



Why choose bestCoffer VDR？



Why bestCoffer

Your Reliable Partner

Compliance

• Qualifications：ICP License

• Data：Inboard data storage

• Regionalization：Servers located 

inboard and Dedicated servers

Security

• User Isolation

• Multi-dimensional Access right 

• Lifecycle encryption protection for file storage 

viewing and circulation

• File traceability, watermark and audit supports the 

protection of MS office, PDF and other files 

online& offline

Convenience

• User-friendly interface dashboard

• Connected via high speed network 

• Massive file breakpoint resumption

• File uploading via email

• Flexible setting of user and file permissions

Service and Support

• Professional customer service team

• 1V1 exclusive customer service

• 7days * 24hours standby 

• Hassle-free to use multilingual support 

team



bestCoffer   Virtual Data Room®



bestCoffer VDR – Full Lifecycle Data Security Management
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Data Lifecycle

1. Uploading
Advanced multi-level encryption during 
transmission and at rest

2. Management
All critical information encrypted, 
including encrypted files with 
watermark, and built-in online 
annotation

3. Access Control
Multi-factor authentication
Permission granularity
Remote permission recall
Device and IP compliance

5. Distribution & Tracking
Secured online view
Offline files protection & MIP
Forward files with an expiry
Access Request & Approval Mechanism
Audit trails & forensics

4. Revision & Changes 
Uncrackable redaction and 4-eye check 
process prevent accidental unauthorized 
information leak and use

6. Archival & Retention
Store and retain data in a complaint 
manner

7. Destruction
Data are all destructed and formatted 
when termination



bestCoffer VDR – Key Features

• Email Pass
• Changes Publish
• Breakpoint Resume
• Bulk Uploads
• File Encryption
• Watermark 

Customization
• Multi-device Supports
• Automatic File Index

Uploading Storage and Retain

• Global Sites
• Privacy Data Room
• Dynamic Report with 

Parameters Setup
• Dynamic Dashboard
• Management Report 

including Storage/Expiry 
Alerts

• Notification Setting
• Preferred Language Setting

Secured Sharing

• OCR and Redaction
• Team Setup
• Role Setup
• Watermark Customization
• Built-in Online Annotation 

and Reply
• Access Approval with Share 

Link
• Access Expiration
• Operation Logging

Access Control

• Automatic Conversion
• Office and PDF Offline 

Protection
• Device Compliance
• Access Expiration
• Full-text Search
• IP whitelist
• Audit Trails
• Access Expiration

Convenience Security Compliance Privacy

To safeguard files with 
cutting-edge technology, 
full lifecycle encryption, 
regional compliance and 
local support.



Applying for long-term use for enterprise group clients, companies can streamline interactions and boost collaborations by 

prioritizing secure data room settings.

Flexible management of multiple data rooms

Key Features – Flexible Management of Multiple Data Rooms

01
Centralized Files Management 

Unified view management of multiple 

enterprises, data rooms, teams, and 

users for group clients

02
Unlimited Data Rooms

Data room created according to 

different requirements, such as M&A, 

Fund-Raising, IPO projects

03
Private Data Rooms

Data can be stored in a privacy data 

room with limited use and exposure



Key Features – File Protection and Security

Dynamic watermarking

User activity records

PC & APP

fileSec technology
Full lifecycle file Protection

• Data are encrypted and user behaviors are 

monitored

VDR supports file encryption settings, personalized dynamic 

watermarking for different groups and users, File and user 

activity audit reports and access behavior records.

Features

All files are encrypted after uploaded and personalized anti-

theft watermarks are generated; User login, viewing, 

downloading, and forwarding behaviors are recorded.

Effects



Mange the file sharing process

• Upload、download、

View、Storage, all 

processes are encrypted.

Full Process

Detailed activity records

• All file operations are 

recorded: create, 

modify, permission 

setting, download, 

save original 

documents etc.

Record

Change & Publish

• All operations related 

to files and 

permissions work after 

the publish.

Publish

Complete user activities

• All user activities in the 

data room are fully 

recorded and can be 

exported as reports.

User activity

• Dynamic watermarking on all the 

files and all the user activities are 

recorded

Various Statistical Reports

• File detailed report

• User activity report

• Most-popular report

• Storage report

• Invited user report

…….

Key Features – Audit Reports



• End-to-end file protection to minimize confidential 

information disclosure accidents

You can set restrictions on offline files such as 

the viewing period, anti-copy, anti-screenshot, 

anti-projection, and anti-printing.

Features

Invited users can download the encrypted file 

locally in the data room and use the exclusive 

login link generated by bestCoffer to access it 

within the limited access period.

Effects

Key Features – Full Lifecycle Data Protection



Supporting different levels of security Settings 

and file access permissions for different 

business teams.

Feature Description

Project manager can share different file 

combinations to different groups, and restrict 

their online viewing, forwarding, downloading 

offline protected files, downloading original 

documents and other permissions. Secure 

collaboration for data privacy.

Effects

• Creating exclusive rights for different groups to ensure file 

security Business Team

Upload, view and downloading 

native documents

Partners

View partial protected documents, 

unable to download

Clients

View partial protected documents, 

Able to download

View documents through dedicated 

link

Key Features – User Access Permission Management



Authorized users can upload files and publish 

them to the Data Room by sending files to the 

mailbox dedicated to the Data room.

Feature description

Easily uploading the files via email, avoiding 

confidential document disclosure.  

Effects

• Easily Uploading files through Emails

Key Features – Bulk Uploading through Email Path



• Move your communications to Data Room

For confidential document-based discussion 

scenarios, centralize all communications in the 

data room. Authorized access, the process can 

be traced, to avoid the risk of leakage caused by 

multi-party communications to the greatest 

extent

Effects

• Annotation and Replies within the files

• Authorized users access rights management

• Multi-conditional annotation search and filter

• Batch annotation 

• OCR and highlights

Feature description

Key Features – Annotation & Replies



• AI Redaction of sensitive information automatically 

Supports users to redact important areas of files and 

images and delete key fields in batches.

Feature description

There is no need to use third-party tools to share 

confidential information while protecting privacy and 

avoiding legal and business risks to the maximum extent.

Effects

Key Features – Sensitive Information Redaction



Key Features – bestCoffer Appliaction

• Access to your essential documents at any time

Easy Access Preview Files Safety

Quick access to all authorized projects 

under various enterprises

Preview files with one click

Dynamic watermarks

Bookmark files of interests

Generate a dedicated invite link

Request access approval

Files access expiration

Flexible Forward & SharingComplete Reports

Complete Reports

Popular Documents

User Behavior Reports



VDR Vendor Comparison



Our Services



Customer Services

Operation & Maintenance:

▪ 1V1 exclusive customer service, 7 * 24 standby, hassle-free to use, with multi-languages

▪ Contacting us via telephone line, email, wechat, whatsapp, line, ding’s talk and any 

mechanisms clients used to

▪ Exclusive account manager for every client to follow up issues 

▪ 4C response mechanism, quickly and effectively help customers solve various questions and 

emergencies 

▪ Multiple security protection mechanisms ensure the secure storage of customer data, with 

a system security runtime of up to 99.9% per year

Online Training

▪ Providing online training according to your requirements

Personalized Services:

▪ Personalized services including document services, redaction services and transaction 

services

Operation & Maintenance Online Training

Professional Customer Service Team

Personalized Services



Thanks
Contact Us

marketing@lianwei.com.cn


