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Security is not a service, it’s 
a process. But with the right 
service, the process can be 
smoother – and even better.

CLOUD DRIVEN WORKPLACE (CDW)

With our Cloud Driven Workplace (CDW), you put the user 

in focus and protect both devices and identity, 

regardless of which network you use. The new normal is 

the hybrid workplace, which we have of course taken into 

account to make you feel as secure as possible – both 

from the office and from home.

Get-Secure | Stay-Secure
All components and their configurations within CDW are based on our, 

Microsoft's and CIS (Center for Internet Security) recommendations. The 

service is available in two versions, depending on the selected Microsoft 

license model and your own requirements.

This way, we minimize the risk of data leaks and breaches, while keeping applications up to 

date. The list of applications that are updated is based on the risks we see among our 

customers and changes over time to follow the threat landscape. Through our own “best 

practices” around security settings and device configurations, we ensure that you have the 
latest updates and features for a secure everyday life.

Three quick ones:

– We use Microsoft Security Baselines as the basis for the security settings on the device.

– All devices managed within the scope of the CDW service will be required to have disk 

encryption and to use Microsoft Defender For Endpoint.

– Devices that are considered a risk, based on parameters such as applied security settings, 

will be automatically flagged in the system.

Today. Tomorrow. Together.
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