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Basic SECOPS
Processes

Control and operation of the relevant
system in accordance with customer
obligations and needs.

7X24 monitoring of system components
and security alarms according to security
event management processes.

Examining and evaluating the logs created
by the system.

Coordination with the customer's relevant

organization (CMO) group for update,
upgrade and maintenance releases
tracking and Change Management.

Barikat partner technologies include:
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Scope of SECOPS

The purpose of the service is to control the health and operational conditions of
the products, to ensure that the security systems related to the predictions
continue their life cycle without any problems.

The work to be done on the service to be provided differs according to the product
type and brand, and there is a process of applying the services in daily and
weekly periods.

Serviced products that may occur from
inside and outside; Developing warning
mechanisms to monitor problems.

Examining and evaluating the rule/policy
and outputs on the system.

Determination of improvement and update
activities on the system




