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Security Design & Roadmap
Workshop



2

Agenda

• Introduction

• Access Layer

• Identity Layer

• Device Layer

• Information Protection Layer

• Post Breach Layer

• Discuss possible Roadmap for wished work packages

• Questions and Discussions
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Our Approach

Boarding

• Readiness assessment

• Management 

Consulting Define 

Workplace Strategy

• Clarification of Security 

and Data Protection 

Questions

Build Base 

Infrastructure

• Identity 

Management

• Azure AD

• AD Connect

• Windows 10

• ConfigMgr or 

Intune

Iterative 

Implementation of 

small Modules

• MAM

• Intune for iOS/Android

• Windows Store for 

Business

• Information Protection

• Identity Protection

• Cloud App Security

• MFA

• etc.

• iterative implementation

• small work packages to reduce complexity
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Goal of the workshops

• Define importance of each Feature

• Define the configuration of the features if possible

• Complex work packages will be designed / discussed in separate 

meetings

• Estimate the work packages 

• Build a roadmap for the successfull implementation
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Security maturity

Technology Trust

Maturity (Skills and Processes)

• purely technical approach

• too many tools

• too much complexity

• missing skills & processes

Basic Security

• I don’t care!

• no direct added 

value apparent

• has never been 

affected by a 

security issue before

Intelligent Security

• Security Baselines

• Update, Update…

• partial Compliance

• Advanced Threat

Protection

• Compliance

• SOC (Monitoring)

• IRC (Response)
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