
About EscrowAITM

EscrowAI makes it safe and easy to work with sensitive data, like personal health and identifiable information (PHI/PII). It helps keep

that information private and secure, even when different organizations need to compute on it for developing and monitoring AI,

machine learning, or other advanced models. With EscrowAI, researchers or developers can securely compute on protected data without

worrying about losing control over the information or compromising privacy. In the same way, EscrowAI protects the intellectual

property of the model. As a result, EscrowAI ensures that the data and model remain protected while enabling innovation, allowing new

AI technologies to be safely built and tested using real-world data.

Our offer
• 1-year platform license with one validation demonstration project. The 

validation project provides the computing capacity for a single model computing on 

a single data set within the first 120-days. Additional computing licensing plans may 

be secured through the Azure Marketplace. 

• Platform familiarization testing. 30 days of familiarization testing following 

activation of EscrowAI.

• DIY Activation & Implementation Resources. EscrowAI provides a unique 

opportunity to streamline documentation and approvals due to its privacy 

protections. Licensee will receive access to tools to support the promotion and 

adoption of EscrowAI. 

• Optional: Nordic Global Activation & Implementation Services. BeeKeeperAI has 

partnered with Nordic Global, the leading healthcare technology services 

organization, to fast track the activation of EscrowAI within your Azure tenant as well 

as provide project support, including data services. 

Azure Provisioning 

Implementation requires one-time provisioning of Azure services in the data controller’s 

Azure subscription. These Azure services allow EscrowAI to provision and decommission 

a Trusted Execution Environment in the data processor/controller's Azure subscription 

automatically (including confidential virtual machines and confidential container 

groups). 

• Individual privacy and 

intellectual property are 

protected at rest, in transit, and 

during the computing cycle. 

• Data controller and processor 

retains control of the data, even 

during the computing cycle. 

• Compliance with evolving data 

privacy regulations. 

• Automates multi-party 

collaboration workflow with 

embedded privacy enhancing 

technologies. 

Our advantages

Privacy-Enhancing 
Collaboration 
Infrastructure for 
Trustworthy & 
Responsible AI

BeeKeeperAI®

www.beekeeperai.com | learnmore@beekeeperai.com

See our offer on the Microsoft Commercial Marketplace

Supported use cases

• Validation 

• Training 

• Monitoring
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https://www.beekeeperai.com/
https://azuremarketplace.microsoft.com/en-us/marketplace/apps/beekeeperaiinc1643748994169.eai-azure-cloud-tenant-license?tab=Overview

	1
	Slide 1


