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Secure management
for remote access Secure Access Worldwide

PROBLEM TO SOLVE

Connecting to multiple customers
exposes both Provider and
customers to IT threats. Provider

Azure
Active Directory

must protect the customer’s data /
networks from intrusion and

itelisting Help &

malware infections as well as
protecting its own data / networks. z
Providers usually are not staffed to Sign in
maintain and run a service to i —— —
provide thousands of customer tti-Factor ' o o

. . . uthentication n options —
connections with an uptime of
99.9% monthly. ) '

PROPOSED SOLUTION

Complete managed service for

secure and reliable remote access P

to Provider technicians and Management

provider partners

Azure based solution — with no

hardware and software in Provider

datacenter. e o e e S
Provider consumes the solution authentications when outside of the WAN, Access/
through secure access to his own User Access Requirement

customers

Microsoft

ADJoin  Work account

Solution that can be
easily integrated in any
environment with the
latest technologies

Reduce overall IT cost

BENEFITS Shift from Capex to

Opex

Site_s2s5

Minimal upfront

investment; Degressive
pricing as user number
grows and full visibility
on IT cost (no surprise)
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