
User Risk Check uncovers risks that might be harmful to your organization
The User Risk Check is the core activity of the Manage and Investigate Risk Workshop. The activity is spread out over several 
weeks to allow time to run on top of your cloud infrastructure and discover and identify insider risks in your organization. User 
Risk Check leverages automated Microsoft 365 tools and services to monitor user behavior and communication to discover 
inadvertent or malicious behavior that can impose risk to your organization.

The automated discovery process will monitor user behavior and communication for:
• Data leaks, accidental oversharing or malicious intent
• Data Theft by departing employees
• Inappropriate communication and offensive language
• Sensitive information
• Conflict of interest
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What to expect
By the end of this workshop, experts in Microsoft compliance will provide you with a:

User Risk Check report that includes findings and 
insights from the automated discovery process

A list of recommendations and actionable next 
steps that will help mitigate the identified risks

Clear look into Microsoft’s approach to mitigating 
and controlling insider and regulatory risks.

Data Protection Baseline assessment report with 
suggestions and top key improvement actions.

Set of long-term recommendations on your
compliance  strategy, with key initiatives and tactical 
next steps

Why ConvergeOne?
When it comes to compliance, you need an experienced partner. 

Manage and Investigate Risk Workshop
Intelligently identify insider risks
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