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Why CDI?

Review & Validate Health of an existing Microsoft Intune Deployment

• Mobile Application Management

• Azure Active Directory Connect 

Utility Configuration

• Device Enrollment (Windows, 

iOS, iPadOS, Android, macOS)

• Windows Autopilot

• Connector Configurations (Apple 

VPP. Google Play, Defender for 

Endpoint, etc)

• Windows Update for Business 

Software Updates

• Application Deployment

• Device Configuration Profiles

• Security Baselines

• Device Compliance Policies

• Management of Enrolled Devices

• Tenant Attach/Co-Management

Assessment Scope Includes

For more information, click here to email us or contact your CDI Sales 
Representative.

Endpoint
Management Series

Microsoft Intune
Assessment & Health Check

For customers leveraging Microsoft Intune already, this engagement 

will focus on the health of the existing environment, address 

underutilized or misused components, and provide guidance on 

industry recommended practices for managing client systems. 

This assessment will ensure Customers are leveraging Microsoft Intune 

to its fullest capabilities and address any configuration shortcomings. 

Microsoft Intune, a subcomponent of Microsoft 365, can enforce device 

compliance policies which can be integrated with Azure Active Directory 

conditional access policies to block access to Microsoft 365 services for 

non-compliant devices. Intune is a key foundational step towards a 

Microsoft Zero Trust architecture.
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