Intune Assessment

Digital Workspace

SERVICE OVERVIEW

The Intune and Autopilot Assessment provides a thorough evaluation of your endpoint management strategy using Microsoft
Intune and Windows Autopilot. Many organizations face challenges with inconsistent device management, security vulnerabilities
and inefficient provisioning processes. This assessment addresses these issues by reviewing current configurations, deployment
strategies and bring-your-own-device (BYOD) policies to ensure alignment with industry best practices.

By analyzing device management setups, application deployment strategies and security measures like multi-factor authentication
(MFA) and BitLocker, the assessment identifies potential improvements and offers actionable insights. This service not only enhances
security and operational efficiency but also empowers your team with the knowledge needed for effective ongoing management.

SERVICE FEATURES
= Application deployment discussion/review
= Evaluate MDM DNS records
= Evaluate ABM certificates
= Evaluate admins device type and limit restrictions
= Evaluate BitLocker configuration
= Evaluate MFA configuration
= Evaluate Autopilot configuration
= Evaluate deployment rings configuration
= Evaluate BYOD configuration
= Evaluate mobile configuration
= Evaluate persona configuration
= Evaluate policy configuration
= Evaluate packaging configuration
= Review existing Azure AD groups and create Azure AD groups for appropriate RBAC and policy assignments
= Look at Apple Business Manager and Intune configuration
= Evaluate consideration on Hybrid AD Join vs Azure AD Joined
= Evaluate Google Play service account for Android devices
= Evaluate Samsung Knox

= High-level evaluation of GPO
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WHAT WE DO
= Review current policies and procedures
= Intune and Autopilot environment evaluation

=  Provide detailed documentation

PREREQUISITES
= Appropriate M365 licences

EXCLUSIONS

= The assessment does not include the implementation of recommendations or any specific configuration
changes to the existing environment

= The assessment will only review services and features that are active and available in the client’s Microsoft
365 environment

= In-depth troubleshooting and/or technical support
= Development of custom solutions or applications

= End-usertraining

WHY CDW?

In 2023, CDW earned the distinction of being the Microsoft Modern Workplace Partner of the Year. CDW recently became Microsoft’s
top partner in multiple areas ranging from technical proficiency to services capabilities, and we’ve earned that through training our
40+ dedicated Microsoft Team members up to gold standard level.

CERTIFICATIONS

Our Microsoft team has 30+ certifications, which include:
= Microsoft 365 Certified: Endpoint Administrator Associate

= Microsoft 365 Certified: Administrator Expert

For more information, contact your CDW account team at @
800.972.3922

This is a marketing document, not a binding agreement. The services described herein may vary depending on your business and are subject to change in CDW’s sole discretion. Once you agree to purchase these
services, a Statement of Work (“SOW”) will be provided to you. The SOW will include, without limitation, details of the services, any hardware and software required and the fee structure. Once signed, the SOW will
constitute a binding agreement between you and CDW Canada Corp. Invoicing occurs upon signature. The terms and conditions of product sales are limited to those contained on CDW’s website at CDW.ca. Notice of
objection to and rejection of any additional or different terms in any form delivered by customer is hereby given. CDW®, CDW+G® and PEOPLE WHO GET IT® are registered trademarks of CDW LLC. All other trademarks
and registered trademarks are the sole property of their respective owners.
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