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CellTrust Carrier Capture

Robust compliance for Corporate Liable devices

CellTrust has teamed up with leading network carriers to deliver a powerful corporate liable device
compliance strategy. With direct Carrier Capture on the CellTrust SL2 Enterprise Capture platform, no
third-party app is required. Employees can use the device’s native messaging app, as SMS/MMS data is
automatically captured by the carrier. iMessage can also be fully disabled - closing a major gap in mobile
compliance. This enables organizations to ensure seamless and compliant text message recordkeeping,
with no discernible difference in the user experience.
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All text messages sent to and from mobile phones are transmitted through carrier networks. With Carrier
Capture, communications are seamlessly duplicated by the carrier and sent to CellTrust, where they are
then archived to an Enterprise Information Archiving (EIA) system for compliant storage and oversight.
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CellTrust’s self-service administrative portal for Carrier Capture is a robust, feature-rich solution designed to empower IT and compliance teams.
As an industry first for Carrier Capture, it streamlines the deployment and management of mobile devices across the organization—delivering
advanced functionality.

What is a COBO, or Corporate Owned Business Only (Corporate Liable) device strategy?

COBO, or Corporate Owned Business Only, is a business strategy where the mobile device is both owned and fully managed by the company but is
issued to employees. COBO mobile devices are restricted for business use only, and employees are not allowed to use them for personal purposes.
With the COBO business model, employees typically carry two phones. They carry the corporate issued device as well as their own personal
device(s). With the COBO model, Carrier Capture is typically used to capture text messages since it is capturing all messages sent from the device,
and the employee should not be using the device for personal purposes. Typically, Mobile Device Management or Mobile Applications Management
is required to properly manage the COBO devices and to fully disable iMessage - closing a major gap in mobile compliance.

App Capture = texts and messages sent over a separate phone number assigned to the SL2 App are captured

Carrier Capture = SMS/MMS messages sent through the carrier network are captured

Stacked Capture = App Capture + Carrier Capture ensures SL2 app texts, messages and the device’s native SMS/MMS are captured
BYOD = Bring Your Own Device

COPE = Corporate Owned Personally Enabled

COBO = Corporate Owned Business Only

Spend 30 minutes with one of our solutions engineers to explore adding CellTrust Carrier Capture
to your mobile communication compliance strategy. Let’s get started!
+1-480-515-5200, sales@celltrust.com or www.celltrust.com
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