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Improve security posture and protection of 

your Microsoft 365 workloads with products 

you already own.

Defend Against 

Threats with SIEM 

Plus XDR Activator

Partner-led workshop highlights

As our world and workplaces become more complex, so do 

threats to our security and identity. Whether you’re facing 

malware attacks, email phishing, or sophisticated threats to 

user identities, it’s more important than ever to have an 

integrated security solution, across all your users and devices.

Design and Deploy for your unique needs

In order to provide protection against even the most advanced 

attacks to your email, endpoints and identities, you need a plan 

for deployment that considers your organization’s unique needs 

and current security posture.

The Security Defend Against Threats Activator will help you 

to increase the protection of users and devices, as well as 

develop a plan of action for reducing the attack surface area 

across your Microsoft 365 workloads, using products and 

features you already own.

As attacks on our most important resources grow in 

sophistication, understanding how to identify and mitigate 

threats to your organization is critical. Microsoft Defender for 

Office 365, Microsoft Defender for Endpoint and Azure Active 

Directory Identity Protection will provide you with integrated 

threat protection, detection, and response, so you can breathe 

easy knowing your users are well-protected.

By attending this workshop, our experts will work with you to:

→ Define scope and design for 

protection of your organization using 

Microsoft 365 Defender products.

→ Assess your security posture and 

create a personalized timeline for 

mitigation of potential threats.

→ Protect additional users and devices 

by onboarding them to Microsoft 365 

Defender products.

→ Learn how to integrate Microsoft 365 

Defender into your security 

operations to reduce overhead.

→ Discuss and create a personalized 

plan to improve and maintain 

security posture.

• Increase the protection of users and devices by onboarding 

them to Microsoft Defender for Office 365, Microsoft 

Defender for Endpoint and Azure Active Directory Identity 

Protection. 

• Discover, prioritize and remediate existing security threats 

and vulnerabilities and learn how to use the Microsoft 365 

Defender products to prevent sophisticated attacks.

• Learn how to integrate Microsoft 365 

Defender products and features into your 

security operations and to perform ongoing 

security monitoring and incident response.

• Create a personalized plan for continued 

improvement of your security posture and 

increased protection for your users and 

devices.
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What we’ll do during the Defend Against Threats 

with SIEM plus XDR Activator.

Why CGI

Analyze
your requirements and priorities for users and 

devices security posture management and threat 

protection solution.

Define scope & design 
for users and devices to be protected by Microsoft 

Defender for Office 365, Microsoft Defender for 

Endpoint and Azure Active Directory Identity 

Protection. ​

Discover vulnerabilities and threats 
to your users and devices and provide 

recommendations on mitigation strategies.

Protect
users and devices by onboarding them Microsoft 

Defender for Office 365, Microsoft Defender for 

Endpoint and Azure Active Directory Identity 

Protection.

Provide guidance 
on how to integrate Microsoft 365 Defender 

products into your security operations and how to 

reduce operational overhead.

Recommend 
next steps on how to improve security posture and 

protection of users and devices using Microsoft 

Defender for Office 365, Microsoft Defender for 

Endpoint and Azure Active Directory Identity 

Protection.​

What to expect

By the end of this workshop, experts in 

Microsoft security will provide you with:

Insight into the current state of your 

users and devices security posture 

management and threat protection 

with an analysis on requirements and 

priorities.

Increased protection of users and 

devices and a better understanding of 

how to prioritize and mitigate potential 

threats to email, identity and data.

Recommendations for reducing the 

attack surface area for all your 

Microsoft 365 workloads and in-depth 

guidance on how to integrate Microsoft 

365 Defender products and features 

into your security operations and 

reduce operational overhead.

A defined, personalized plan for 

actionable next steps, including a 

timeline for remediations, based on 

your organization’s specific security 

needs and objectives.

For more than 25 years, CGI has been helping 

organizations across the globe achieve the most appropriate 

and effective levels of protection for their changing 

business. Through our team of 1,800 cybersecurity 

professionals, nine security operations centers, and two 

certification and test labs, CGI provides a diversity of 

services including strategic and technical cybersecurity 

consulting, engineering and architecture, advanced 

Managed Security Services and Incident Response. With 

CGI, public and private sector organizations gain a powerful 

and dynamic cyber force multiplier.

Contact us today to get started! 

Due to the broad range of each client’s 

needs, scale and complexity, we work 

with clients to understand their 

requirements and provide a firm quote 

for scope, effort/duration and cost that 

will ensure their business needs are 

met

Contact us for a quote… 
canadacybersecurity@cgi.com
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