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Professional Service

Managed Service

Partner Service

Best Practice
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fy ➢ Well Architected Framework
➢ Cloud Adoption Framework
➢ Zero Trust Security Model
➢ Cyber Essentials Certification

Cyber Essentials Certification Mitigate against the most common cyber security threats 

M365 Security Kickstart Rapid roll-out of security and compliance configurations

Well Architected Review Expert advice and recommendations for rapid improvement of security posture

Zero Trust Assessment Cloud and on-prem vulnerability review and security roadmapping

Cloud Centre of Excellence (CCoE) Architectures and working practices for secure and compliant operation of cloud computing
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➢ Azure Site Recovery
➢ Azure Backup

Protect Critical Workloads Managed DR Cyber incident continuity

Recover Critical Data Managed Azure Backup Data is recoverable
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Protect Cloud Workloads

Protect Identity & Access

Protect Data

Protect Endpoints

Protect Data Privacy

Maintain Secure Posture

WAF & M365 Managed Service Azure & 365 environment(s) maintained in-line with best practice

Endpoint Managed Service Endpoint devices maintained in-line with best practice & protected from threats

Managed Azure Backup Data is protected

Managed Data Governance Data protected wherever it resides

Identity Management Service Every Identity securely verified

Deploy Defender For Cloud Cloud workloads protected from threats

Managed Firewall Service Cloud Firewalls monitored and maintained in-line with best practice

Protect Cloud Access Points

➢ Data -- Priva, Purview, Azure 
Backup

➢ Cloud Applications -- Defender for 
Cloud Apps 

➢ Endpoints -- Intune, Defender for 
Endpoint

➢ Cloud Access Points --  Azure WAF
➢ Identity -- Entra
➢ Cloud Workloads -- Defender for 

Cloud
➢ Posture -- Defender for Cloud, 

Microsoft Secure Score

Protect Applications

Intune Migration from SCCM Endpoints managed within Microsoft 365

Deploy Defender for Cloud Apps Cloud apps protected from threats

Azure Backup Assessment & Design Backup strategy aligned to a secure Azure environment 
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Monitor & Detect Threats

Identify New & Emerging Threats

Managed Sentinel SIEM maintained in line with best practice

Threat Intelligence Threat awareness & mitigation strategy➢ Microsoft Sentinel
➢ Microsoft Threat Intelligence
➢ Microsoft Defender Experts 

For Hunting
➢ Defender for 365
➢ Defender for Cloud

Microsoft Sentinel Deployment / Health Check Sentinel deployed or reviewed

Proactive discovery of security threats Threat Hunting for XDR

End users, endpoints and workloads protectedExtended Protection & Response (XDR)

Maintain & Optimise SIEM
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Accelerate Detection & Response 
Managed SOC Respond & mitigate threats

➢ Microsoft Sentinel
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Security Workshop

Understand the levels of 
protection

Exploration into security maturity 

levels, and what can be achieved 

at each stage

Relevancy - RAG

Rate each stage Red, Amber, 

Green for your specific 

organisation and plan for your 

individual security requirements

Identify future threats

Identify how your security 

measures may need to evolve in 

the future to maintain protection

➢ Exploring Your Prevention 
and Detection Strategy

➢ Understanding Your Identity 
and Access Management

➢ Data Protection and Privacy 
Capability

➢ Endpoint Security and 
Management Review

➢ Assess Your Managed 
Services

➢ Threat Intelligence Audit

➢ Cloud Security Frameworks 
Assessment

➢ Compliance and 
Certification Review

✓ Expert guidance: Leverage 
the expertise of a 
cloud evangelist to navigate 
the complex security 
landscape.

✓ Customised 
solutions: Discuss tailored 
insights and strategies, 
specifically designed for 
your organisation.

✓ Actionable insights for 
immediate security 
improvements: Receive clear 
actions for enhancing your 
cloud security measures.

Discuss exposure & risk Workshop subjects What you can expect


	Slide 1
	Slide 2: Security Workshop

