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‘.} BUSINESS CHALLENGES

Hybrid Workplace

Q From the pandemic to evolving
workstyles, we need flexibility to
adapt, but are concerned about
keeping our data protected.

Q Distribute workforces and diverse
endpoints can be costly and
challenge our technology and
security teams.

|
'? Secured Endpoints

U With an ever-expanding attack
surface, we're challenged
managing a growing number and

diversity of devices and endpoints.

U Threats to identities and remote
devices is a top security concern
for data risk or compromise.
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@ Front Line Workers

Q Our frontline workers are
constrained accessing essential
applications needed to perform

their jobs, impacting productivity.

Q With a fragmented technology
environment, we want to support
our frontline with a customized
user experience.

3

r ‘j , Data Protection

O With an ever-expanding attack
surface, we're challenged
managing the data across
multiple devices with managed
and unmanaged.

- Diversified Endpoints

Q Digital transformation is
accelerating and keeping up with
advancements adds complexity for
workers, technology and security
teams.

U We're challenged around providing
secure endpoint experiences for the
growing hybrid workforce without
technology getting in the way.

@ Employee Experience

Q All the control and configurations
to be implemented without
having an operational Downtime




Q CW MEM SERVICES OVERVIEW

The approach you’ll see detailed here is one specific flavour of what we offer our customers. We do not believe there is a
one size fits all approach for implementation and therefore prefer to tailor them to our customer’s needs.

Microsoft EndPoint Modernization

Identity Compliance Management
Data Privacy Management
Endpoint Management-

Hybrid App Protection Application

Endpoint Management- Cross Platform Infrastructure
Cloud
Autopilot Network
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Device Management Protection

Winll Adoption Device Protection

Winl11 Migration Identity Protection




Q HIGH LEVEL ARCHITECTURE REFERENCE

@

T it Microsoft Endpoint Manager  -----------

Tenant attach

2

Co-management
workloads

Configuration Q Microsoft
Manager I I Intune | 3

Intune console
ConfigMgr console

Cloud-native

management
On-premises Clients and Servers V\g&d&w;“}‘o Windows, macOS and mobile devices

A unified platform including both Configuration Manager and Microsoft Intune




(} CW MEM SERVICE OFFERINGS

Advisory
Business case definition
Use case evaluation
Change management and impact analysis

Visionary Innovation for MEM

Migration
Certified migration team
To either on-premise or Cloud solution

Autopilot

Governance

Building process and controls around MEM
Security and audit controls
Best Practice Design and Build

Build endpoint Lifecycle Management

Copyright ©2022 Computer World

International

All rights reserved.

Proof of Value

De-risk programmes significantly with our
rapid proof of value service

Loan equipment available to allow in-house
PoV with real data

MEM Delivery

Large Enterprise Deployment Exp

Zero Trust Security

Training
Comprehensive training programme
administrators

Adoption Programme for Business Users

Solution Architecture Advisory

Hardware selection and advisory
Sizing
Installation and Tuning

Patching

Reporting
Detailed Endpoint reporting
Detailed threat protection reporting

Detailed identity protection reporting

Support
Support and monitoring

Ongoing maintenance and housekeeping




