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Microsoft Entra Verified ID

The next step in the evolution of digital identity

Microsoft Entra Verified ID represents the next phase in the evolution of
digital identity, introducing vital functionalities essential in today's ever-
evolving digital landscape.

Entra Verified ID leverages innovative standards such as Decentralised
Identifiers (DIDs) and the Verifiable Credential Data Model. These open
standards simplify the support for Business-to-Business (B2B) staff transitions,
fostering trust through DIDs without the intricacies of managing federated
relationships.

Organisations can use Entra Verified ID to issue credentials and attributes to
users, following the interoperable Verifiable Credential Data Model. This
results in a portable digital identity that users can share as needed, enhancing
flexibility and security.

Entra Verified ID has been meticulously crafted to assist organisations in
tackling contemporary identity verification challenges and facilitating zero
trust decision-making processes.

Core benefits

Optimised Staff/User On-Boarding and Access: offering organisations
opportunities to optimise staff and user on-boarding and minimise the
friction of accessing digital services or physical sites.

Secure Credentials: Verifiable credentials are cryptographically secure
enabling organisations to build trust frameworks with their partners and
users.

User Managed Eligibility: Users hold and manage the distribution of their
own personal data. Verifiers request only the information they need and
users decide whether or not to provide it.

Integration: ability to issue verifiable credentials using data stored in
existing IT systems, such as Azure AD, to leverage the data already
organised and stored within an organisation.

Cost Savings: Trust is formed through user held credentials rather than
building and maintaining complex centralised systems or interchange
processes to keep records synchronised.
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Condatis Staff Passport

Q) Sellafield Ltd

Sellafield Ltd Nuclear Staff Passport
Empowering 11,000 employees to
move seamlessly

Working together with Sellafield and
Digital Catapult, Condatis are exploring
decentralized identity using our Staff
Passport platform to augment and
expand identity management
capabilities. The staff passport enables
our Sellafield’s highly skilled staff to
seamlessly move between locations
and provide records of essential
training and certifications to carry out
their specialised work.

About Condatis

Condatis is a Microsoft Solutions Partner for
Digital & App Innovation Azure. We deliver
bespoke Identity and Access Management
solutions leveraging Microsoft Entra.

We enhance Microsoft technology to offer
practical solutions where IT infrastructure is
complex and messy. Our team of over 50
experts are skilled in consolidating and
streamlining systems to improve user
experience and reduce the friction, risks and
costs that are holding you back from success.
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NHS Digital Staff Passport
Streamlining HR onboarding for
rapid staff deployment

have developed a Digital Staff
Passport (DSP) for NHS X. The DSP
helps our client streamline HR
processes and enables them to move
staff between sites easily, allowing
healthcare professionals to go where
they're needed most. The product
enables access provisioning for systems
and sites and radically speeds up
onboarding, ensuring patients receive
the essential care they need.
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https://condatis.com/case-studies/sellafield-verifiable-credentials/
https://condatis.com/case-studies/nhs-digital-staff-passport/
http://www.twitter.com/CondatisUK
https://www.youtube.com/condatis
mailto:info@condatis.com
https://condatis.com/
https://www.linkedin.com/company/condatis/about/

