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Zero Trust Identity & Access 
Management

Protect identities and 
secure apps with Microsoft 
Azure AD, using Zero Trust 

principles.

Zero Trust empowers your users to work 
securely anywhere, anytime, on any device.

FACT SHEET

SOLUTIONS

Cloud technology is transforming the way you work, as an organisations you have to consider what lies 
beyond the traditional network security perimeter, and adopt a modern security posture.  

At CPS, we understand that Identity is one-part of the modern security perimeter. Microsoft 365 Identity 
enables you to leverage a security model which adapts to the complexity of modern work principles, 
including hybrid working. It provides next-generation protection for users, devices, data, and apps.

Identity is key to the modern security perimeter.

CPS’ Microsoft 365 Zero Trust Essentials service is designed to establish identity as the security perimeter of 
your Microsoft 365 environment.  CPS’ Microsoft Certified team work with your IT and Security teams to:

•	 Protect identities 
•	 Manage access
•	 Secure your apps and resources across clouds  

 

This engagement is for new and existing Microsoft 365 users of all sizes to define your approach to Zero 
Trust principles.  

What can be included

•	 Azure AD Identity Protection
•	 Azure AD Conditional Access
•	 Privileged Identity Management
•	 Microsoft Defender for Cloud Apps 

Cyber security has been a major news item 
during the past year. Microsoft 365 Security, 

Compliance and Identity is part of how 
organisations can keep ahead of bad-actors.

Peter Rising, MVP & Head of SCI, CPS



FACT SHEET

•	 Identify stakeholders
•	 Requirement workshop(s)
•	 Roadmap
•	 Deployment approach
 

•	 Configure 
•	 Review against use-cases
•	 Refine design
•	 Documentation

 

 

Example Engagement Approach 

•	 Production deployment
•	 Adoption support
•	 Documentation
•	 Transition to managed support

 

Discovery & Envisioning  Proof of Concept or Pilot  Deploy into Services  

Compliment this offering with our other services: 
Zero Trust and Access Management is one of CPS’ services from a catalogue of capabilities that can be used 
to deliver a holistic cyber security posture to protect your employees, organisation and data. Additional 
services include:

Security, Compliance & 
Identity 

Fundamentals 

Compliance & 
Information Protection 

Risk Management Zero Trust & Identity 
Management 

Threat Protection Endpoint 
Management 

Security Operations Centre

Customers that deploy Microsoft Security, 
Compliance & Infrastructure capabilities can 
benefit further by purchasing CPS’ Security 
Operation Centre proactive monitoring service. 
Speak to your CPS representative for further 
details, and view details at cps.co.uk/managed-
services.

Why CPS?
CPS is recognised as a Microsoft Gold Partner and has a dedicated Security, Compliance and Identity 
practice. Our Microsoft Gold Certifications and Advanced Certifications are proof of our dedication to 
excellence. We are also a FastTrack Ready Partner and have ISO accreditations 27001:2013, 9001:2015, 
20000-1:2018 & 14001:2015. 

Speak to CPS and arrange a meeting
specific to your needs 
 
Sign-up for one of our live webinars  

Watch on-demand webinars

Read CPS’ blogs
 

Next Steps 
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To find out how we can support you on your 
journey, contact us today.

hello@cps.co.uk
cps.co.uk

+44 (0) 1628 321321


