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Microsoft Endpoint Management Workshop: 

 What is Microsoft Endpoint Management: 

Microsoft Endpoint Management is Endpoint Security, device management, and intelligent cloud 

actions in a unified management platform with Microsoft Intune and Configuration Manager. 

Endpoint Manager meets organizations where they are in their cloud journey. Secure, deploy, and 

manage all users, apps, and devices without disruption to existing processes and software updates for 

all your endpoints also Take advantage of existing investments to modernize the user experience with 

Microsoft 365 cloud telemetry. 

Microsoft Endpoint Management is protecting user devices against threats using Microsoft Zero Trust 

technology with unique capabilities, Also Simplify automated provisioning, configuration 

management. 

Why Microsoft Endpoint Management Workshop: 

Microsoft Endpoint Management Workshop is a free workshop to be conducted under the 

supervision of the Microsoft FastTrack Ready Program. This workshop is concerned about the Intune 

AADP and MIP Features for Endpoint Management, in terms of productivity, configuration, 

enrollment, and protection. 

 

The Benefits of the Workshop: 

• Users’ platforms and devices overview. 

• Intune Introduction. 

• AADP Introduction. 

• Windows Autopilot Devices. 

• Mac OS or IOS and Android devices restrictions. 

• Azure AD MFA and Conditional Access-Devices protection. 

• Windows 10- Endpoint Security Policy. 

• Compliance Policies. 

• App Protection Policy. 

• Microsoft Information Protection sensitivity labels for Microsoft 365 Apps 

• Support and retire.  

• Agreeing on POC if needed. 

 

The workshop is an interactive session, discussing the current risks and how to investigate and manage them.  


