The ACE Suite

Devoteam M Cloud Norway Delivery Model

The Accelerated Cloud Enabler Suite is a collection of tools and templates
based on Infrastructure as code that enables organizations to gain value from

Azure from day one.

Accelerated Cloud Enabiler is a cloud journey acceleration package specifically developed for

enterprises. It consists of the Cloud Enabler Methodology, Azure Enterprise Cloud Foundation, the

Azure Infrastructure as Code Factory and the Azure |laC Templates Package. In addition to

deployment expertise and services developed by Devoteam Cloudify.

The Azure Cloud Enabler includes everything you need to get started with enterprise-scale cloud

architecture and is built to ensure maximum acceleration and adoption speed, control and

consistency on governance, as well as accountability in compliance and security for enterprises.

Accelerated Cloud
Enabler Methodology

Based on experience from our
customer engagements,
Cloudify has developed a
methodology describing the
processes, methods and tools,
including templates that is
required in an enterprise
digital transformation
program from governance to
production..
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Azure Cloud Enterprise
Foundation

Structured and agile process
to define Cloud Foundation
principles and requirements
for your organization and
ensure enforcement on Azure
as well as other clouds that
may be adopted.

Azure Infrastructure as
Code Factory

Production-ready
infrastructure-as-code
solutions, CI/CD pipelines and
processes that leverages a
combination Azure best
practices, our inhouse
expertise and multiple
successful customer cloud
adoption projects.
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Accelerated Cloud Enabler
by Devoteam Cloudify
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Infrastructure as Code
Templates

Highly reusable code templates
that allows you to take your
deployment time from months
to hours.

100+ and continuously growing
ready-made quickstarts for
production ready and tested
cloud services.

Azure SIEM as Code

Azure SIEM Basic Asset enables
your organization to utilize
sentinel with a scalable and cost-
effective data collection
architecture implementation. It
includes components to give
both analysts and security
operators what they need to
perform their security tasks, and
to be able to automate security
responses.



Our
(market
place)
offers

Ready to use!

Creative tech for Better Change
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Accelerated Cloud Enabler
by Devoteam Cloudify

AzuUre
Foundation

ACE Azure Foundation
consists of our Azure
Foundation Asset that is
developed through
unique experience in of
building Azure
Foundations at
Enterprise level
organizations, and a
team of implementation
experts with vast
experience from similar
projects.
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Accelerated Cloud Enabler
by Devoteam Cloudify

Azure laC
Factory

ACE Azure Infrastructure
as Code Factory consists
of our Azure
Infrastructure as Code
Factory, developed
through a combination
of Microsoft Cloud
Adoption Framework
(CAF), Microsoft
Enterprise Scale
Framework, and our vast
experience from
customer projects.
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Accelerated Cloud Enabler

by Devoteam Cloudify

Azure SIEM as
Code

Azure SIEM Basic Asset
enables your
organization to utilize
sentinel with a scalable
and cost effective data
collection architecture
implementation. It
includes components to
give both analysts and
security operators what
they need to perform
their security tasks, and
to be able to automate
security responses.



Microsoft
best
practices

Microsoft Cloud
Adoption
Framework &
Microsoft
Enterprise Scale
compliant
solution in a
finished setup
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Deliveres with Devoteam’s own
methodology & best practices
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ACE - Accelerated Cloud Enabler Methodology
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ACE - Migration process
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SAIM - Scrum & Agile Inspired Methodology
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Methodology
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Assessment Phase
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Transformation phase

Sprint O : Assessment
and planning
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2 Week sprint intervals

Checks. ‘
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Continuous testing
‘ and improvement
to program

. Stakeholder interviews

. Technical assessment

. Cost evaluation

. Cloud strategy alignment

. Cloud vendor
recommendation

«  Hybrid connectivity

- Landing zone definition
- Release pipelines

- Source code repository
- Policy enforcements

«  Organizational . Security guidelines

recommmendation . Cost management
. Roadmap for cloud .

journey .
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Establish Foundation on selected cloud(s) Detailed application assessment

Migration method
Dependency mapping
Business ownership
Operations

Transform organization

Establish CCoE

Workload centric operational teams
Delegation of ownership and
responsibility

ITSM process optimization
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Transform solutions

Move workloads by lift and shift
Rebuild workloads with IAC
Introduce cloud native technologies
Re-architect workloads

Re-build workloads



