
 

 

Microsoft 365 Security Review, 2-day Workshop  
 
Discover the current state of your Microsoft 365 service security setup, get 
actionable recommendations on how to improve and a roadmap for further 
development of your environment.  
 
Microsoft 365 Security Workshop  
Remote and hybrid work is here to stay, and it has increased the need for businesses to ensure a secure 
and functional digital work environment for all employees and stakeholders. This environment is built 
extensively on Microsoft Teams, Office 365, and secure devices.  
Proper configuration of Microsoft 365 software and services and the utilization of security monitoring 
tools reduces the risk of corporate data leakage. Due to both the operating environment and the rapid 
development of Microsoft 365 security features, it makes sense to carry out a security assessment at 
regular intervals.  
 
THE WORKSHOP INCLUDES reviews of the following service packages:  

 User identity and access management, including role-based rights management, multi-
factor authentication and rule-based access management  
 File and information protection, including preventing unauthorized access to secure data 
or inadvertently sharing secure information with third parties  
 Detecting security threats, including the identification of malicious attachment documents 
and links, and rule-based detection of phishing emails  

 
THE WORKSHOP RESULTS  
Digia, as a Microsoft partner, provides a security assessment that delivers the following results:  

 Security mapping of the current state of your Microsoft 365 service  
 Recommendations for corrective actions, taking into consideration the customer's 
operating environment  
 Roadmap to develop the security of your Microsoft 365 services in the future  

CONTENTS OF THE WORKSHOP  
 

 Kick-off and preparation – 0.25 day  
 Security assessment – 1.5 days  
 Results and next steps – 0.25 day  

 


