
Security as a Service
(SECaaS) Pricing Plan

R225* R140R70
Our most comprehensive offering, the

Enterprise Security Package, is
tailored for large enterprises with

complex security needs. 

This package is designed for
organisations requiring more

robust security measures. 

Our Basic Security Package is
ideal for small to medium-sized
businesses looking to establish

foundational security measures. 

Titan360 Stark360Nova360

To address the varying security needs of our clients, Dotcom Software offers several exclusive
packages tailored to provide end-to-end security management. Each package is designed to

scale with the needs of the organisation, ensuring optimal protection at every stage of growth.

**Security Package Price per User per Month

*Based on Dotcom Security SIEM/SOC capabilities
*Must have SIEM (sentinel) in place, if not scoping

required to cost SIEM
* Terms and Condition apply subject to the Client Agreement

* Pricing based upon the monthly package fee over a minimum
period of twelve (12) months



R70
Our Basic Security Package is ideal for small

to medium-sized businesses looking to
establish foundational security measures.

This package includes:

Basic threat protection for email and
cloud applications

Data encryption for sensitive information

Basic identity and access management

Regular security assessments and reports

Standard compliance management

Nova360

Security as a Service
(SECaaS) Exclusive Packages

To address the varying security needs
of our clients, Dotcom Software offers
several exclusive packages tailored to

provide end-to-end security
management. Each package is

designed to scale with the needs of
the organisation, ensuring optimal

protection at every stage of growth.

*Security Package Price per User per Month

* Terms and Condition
apply subject to the

Client Agreement

* Pricing based upon
the monthly package

fee over a minimum
period of twelve (12)

months

R140
Stark360

This package is designed for organisations
requiring more robust security measures.

The Advanced Security Package includes all
features of the Basic Security Package, as

well as:

Enhanced identity and access
management with multi-factor
authentication

Comprehensive data loss prevention
(DLP)

Advanced compliance management
with customised policy settings
24/7 monitoring and incident response

Inclusion of SIEM (Azure Sentinel) and
SOC for real-time monitoring and
management of security events

Advanced threat detection and response

Zero Trust policies to ensure secure access
control

Titan360
R225**

Our most comprehensive offering, the Enterprise Security Package, is
tailored for large enterprises with complex security needs. This

package includes all features of the Advanced Security Package, plus:

AI-driven threat intelligence and analytics

Customisable security policies and controls

Access to security advisor and strategic planning

Incident management

Dedicated Security Manager to oversee and optimise security
operations

Deployment of EDR and XDR for comprehensive endpoint and
cross-layer threat detection and response

Implementation of Zero Trust Architecture for enhanced
security posture

Defender for Server using Azure Arc to deliver unified security
management and advanced threat protection across all servers.

Managed Detection and Response (MDR) services for
continuous monitoring and response to threats.

Penetration testing to identify and rectify potential vulnerabilities.

Integration with third-party security tools



Comparison Chart
FEATURE NOVA360 STARK360 TITAN360

Initial Consultation

Comprehensive Security Assessment

Vulnerability Identification

Basic Threat Monitoring

Advanced Threat Monitoring

Incident Response

Managed Endpoint Detection and Response (MEDR)

24/7 SOC Monitoring

Custom Security Solutions

Regular Security Updates

Security as a Service
(SECaaS) Feature Table


