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About Us

• Established in 1988 in 
Toronto, Canada

• Working with SharePoint 
since 2001

• Leader in the Microsoft 365 
space and a Microsoft 
Partner for 20+ years

• Led by a 14-time Microsoft 
MVP

We Make Microsoft Simple

• Transforming Microsoft’s complexity 
into seamless productivity, through a 
combination of services, and SaaS 
solutionsEnvision IT

SaaS
Solutions

Services
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Envision IT: Featured Services

Purview 
Information 
Protection

Teams First IA

Power BI
Dashboards

Enterprise
Integrations

IntranetsSecure PortalsCopilot Readiness

Upgrades &
Migrations
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Products
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Common Tenant Issues

Too Much Content

• Running out of 
storage

• Out of date

• Orphaned 
content

• Search and 
Copilot don’t 
work well

Oversharing

• Security holes

• Copilot internal 
data leaks

Unused Accounts

• Security holes

• Licensing 
overspend

Workspaces Permissions Users
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Permission Challenges

Sharing Links
▪ People in the organization
▪ Existing access
▪ People you choose
▪ Anonymous view and edit
▪ Read only / Edit
▪ Expiry

Everyone except external
▪ Visible to anyone in the 

organization

Broken Permissions
▪ Permissions should be inherited 

whenever possible

Public Teams
▪ Visible to anyone in the 

organization



envisionit.com

Purview Information Protection

Why Purview?
▪ Classify and label sensitive information

▪ Protect data with Data Loss Prevention (DLP)

▪ Ensure regulatory compliance

Best Practices:
▪ Use sensitivity labels and policies

▪ Enforce sharing rules with policies

▪ Regular compliance checks and reporting
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See workspace status 
at a glance

Drill into details
with Power BI

With powerful insights

Optimize usage

Save 
license costs

Secure 
sensitive files

Accelerate 
Copilot adoption

Make smarter, 
faster decisions
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Ready to Trial?
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Admin Consent

▪ Global Administrator role is 
required for reading the 
structure and configuration 
of the Microsoft 365 tenant

▪ M365 Tenant Dashboard | 
Envision IT Customer - 
Partner Portal.

▪ Tenant ID is retrieved from 
the account, and a link is 
provided to grant consent. 

https://portal.envisionit.com/members/m365-tenant-dashboard
https://portal.envisionit.com/members/m365-tenant-dashboard
https://portal.envisionit.com/members/m365-tenant-dashboard
https://portal.envisionit.com/members/m365-tenant-dashboard
https://portal.envisionit.com/members/m365-tenant-dashboard
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Admin Consent

▪ Summary of requested permissions:

▪ Allow authentication to the tenant. 

▪ Provide read access to:
▪ Audit log data
▪ Teams channel names, descriptions, settings, and 

messages
▪ Groups
▪ Read role management data for RBAC providers
▪ Teams’ settings
▪ All users’ full profiles

▪ Provide full control (read/write) access to: 

▪ SharePoint site collections. This is required to 
read site settings and policies, including 
external access properties, permissions. 
There is no corresponding read-only 
permission that provides this information. 
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