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About Us

* Established in 1988 in
Toronto, Canada

Working with SharePoint
since 2001

Leader in the Microsoft 365
space and a Microsoft
Partner for 20+ years

Led by a 14-time Microsoft
MVP

Envision I'T

We Make Microsoft Simple

* Transforming Microsoft’s complexity

into seamless productivity, through a
combination of services, and SaaS
solutions
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Products

M365 Tenant Dashboard

Turn routine tenant scans into high-value service engagements. Using
intuitive Power Bl dashboards, identify and address security, compliance,
and optimization issues—and position your team'’s services as the solution.

M365
Tenant

Dashboard .

Extranet User Manager

Streamline guest user management with secure, client-branded portals.
Generate recurring revenue, scale solutions to fit business needs, and
integrate seamlessly with existing workflows to enhance collaboration.

People Search

An Al-powered solution that helps you discover and leverage internal
) o expertise. Unifying employee data across disparate systems fosters
g@g seamless collaboration and boosts productivity across the organization.

Search
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Common Tenant Issues

Too Much Content Unused Accounts

e Running out of e Security holes e Security holes
storage e Copilot internal e Licensing

e Out of date data leaks overspend

e Orphaned
content

e Search and
Copilot don’t
work well

Workspaces Permissions Users
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Permission Challenges

Sharing Links Broken Permissions
= People in the organization = Permissions should be inherited
= Existing access Whenever pOSSible
= People you choose
= Anonymous view and edit Public Teams
= Read only / Edit = Visible to anyone in the
= Expiry organization

Everyone except external

= Visible to anyone in the
organization
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Purview Information Protection

Why Purview?
= Classify and label sensitive information
= Protect data with Data Loss Prevention (DLP)
= Ensure regulatory compliance

TLP: Red +Strict TLP: Red

Best Practices: i oy ed e Dicpans and ienes oy
= Use sensitivity labels and policies
= Enforce sharing rules with policies Parscpares ouizsian, | pariapants eginization an cants.
= Regular compliance checks and reporting TLP: Green
Lnfed g
TLP: Clear

Disclosure is not limited.
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See workspace status
at a glance

With powerful insights

Drill into details
with Power Bl

Make smarter,
faster decisions
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Workspaces
14-Jan-25

256 683
Members Guests

User Count by Days Since Last Login
30 days 68

200

Failures Failures %
5518 14.0%

M365 | Tenant

Dashboard

Workspace Status
<1..62

<90d.

96
» 1 year
291

Retention Compliance

100.00%

Allowed Sharing

Workspace Type  Count

Microsoft Team 183
Team Site 222
Communication site 44

Total 449

Sensitivity Label Count

None 409
Amber 38
Amber (Strict) 2

Sharing Links

106,451

Files

839.27

File Size (GB)

772

Active storage used (GB)

447

Inactive storage used (GB)

Optimize usage

Save
license costs

Secure
sensitive files

Accelerate
Copilot adoption
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Ready to Trial?



Admin Consent

* Global Administrator role is

required for reading the e
structure and configuration 165 Tenat Dachboard
of the Microsoft 365 tenant sl bpdate
= M365 Tenant Dashboard | e
Envision IT Customer -
Partner Portal. I .d

= Tenant ID is retrieved from
the account, and a link is
provided to grant consent.
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https://portal.envisionit.com/members/m365-tenant-dashboard
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Admin Consent

=¥ Microsoft = Summary of requested permissions:
Permissions requested = Allow authentication to the tenant.

Review for your organization

fon LALRES Tonant Dasboard " Provide ‘read access to:
= Audit log data

This app would like to:

v Sign in and read user profile - Teams ChannEI names, descriptions, Settings, and
v/ Read all audit log data messages
~ Read all channel messages ] G rou ps
\/ Read the names, descriptions, and settings of all .
channels = Read role management data for RBAC providers
\/ Read allgroups = Teams’ settings
v~ Read role management data for all RBAC providers ’ .
~ Read all teams" settings - A” users fu” prOfIIeS
N/ Read all users’ full profiles

v Have full control of all site collections " PrOVide fUII ContrOI (read/Write) access tO:
If you accept, this app will get access to the specified resources for | Sha rePOint Site COIIeCtionS. This iS required to

all users in your organization. No one else will be prompted to

e read site settings and policies, including
external access properties, permissions.
o There is no corresponding read-only

| permission that provides this information.
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