EVOLVE365 Security

Cyber security risks are increasing steadily and attackers get more sophisticated. Luckily there are still
some mechanism which cannot be broken that easy. But they require often a lot of knowhow and work.
Evolve365 Security uses standards of Microsoft and understandable communication, as well for non IT
people. Using Evolve365 Security you will increase your security by 95%. But security is a continuing topic
which needs to be increased steadily. Therefore Evolve365 Security provides it's service by user and month
to a very cost efficient price of 5 CHF excl. VAT.

HOW TO PROTECT YOUR VALUABLES

A user has to be signed in to Microsoft365 to execute any action. Therefore it is very

-

5CHF important to protect the account very well. But username and password is not
pro user anymore sufficient. With multifactor authentication, also called MFA or 2FA, you can
and month protect an account using an app or a text message - like your bank does. But it

requires a lot of time if you have to do that every day (or more often). Evolve365
Security increases usability by assessing the risk level of a sign in. If there is no risk

Qﬁ there will be no MFA request.
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REQUIREMENTS

Evolve365 Security requires an Azure AD Premium P1 license per user because we are configuring state of
the art security features from Microsoft. Azure AD Premium P1 is included in Microsoft365 Business
Premium and more expensive bundles.



