
Data Security Engagement 
Workshop - 4 Weeks

By Exelegent & Microsoft
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About Exelegent
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• Market presence in 45+ countries
• 3 Global Offices with US East Coast HQ
• Workforce presence in 13 countries
• MPN: 2875555

Market presence
Offices 



Aimed at fostering secure 
collaboration and ensuring 
seamless operations in the modern 
work landscape

Digital Workplace

Dedicated to fortifying 
organizations against evolving 
cyber threats and building 
business cyber resilience

Security & Compliance

Bring efficiency, innovation, and 
scalability to organizations seeking 
streamlined processes and 
enhanced productivity

BPO

Business Intelligence and AI 
solutions to enhance operations 
and drive transformative 
outcomes

Data & AI

Unique and efficient solutions to 
address business growth  and 
technology innovation

Value-Added Reseller

Intelligent and Quantified
Continuous and Automated
Cyber Risk Management

TrustElements.com

BUILD. INTEGRATE. THRIVE.
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Exelegent Practices Lead New Era of Computing and Opportunities



Data usage is evolving and 
complex, moving outside of the 
traditional borders of business

OS

Tablets

Desktops
OSPhones
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Received a 
confidential file via 
email

Email

Shared a copy of the 
file with a few 
colleagues via Teams

Messages

Uploaded a copy to 
a personal Dropbox 
account to share with 
external vendors

Cloud apps

Downloaded a copy 
of the file to devices 
to work offline

Devices

Data leak Data hoardingData exposure

Inadvertent 

Malicious

Downloaded and 
deleted an unusual 
volume of confidential 
files from SharePoint

Shared storage

Sent a copy of one
file to an external 
recipient via email

Email

Uploaded two 
confidential files to a 
personal Dropbox 
account

Cloud apps

Printed one 
confidential file
Saved three confidential 
files to a USB

Devices

Data sabotage Data theft Data theft Data theft

Data security incidents can happen anytime 
anywhere 

Data doesn’t move itself; people move data
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To secure their data, organizations need to…

Discover hidden risks 

to data wherever it 
lives or travels

Protect and prevent 

data loss across your 
data estate

Quickly investigate

and respond to data 
security incidents

Balance data security and productivity
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How the Data Security 
Engagement can help

Understand the risks of Dark Organizational Data
Discuss and understand the hidden data security risks of dark data and how 
to mitigate.

Understand the risks organizational insiders may impose
Learn how to identify and respond to insider actions and behaviors that can 
impose risks on the organization.

Assess the customer’s Microsoft 365 environment
Assess against a set of controls for key regulations and standards for data 
protection and general data governance. 

Analyze and report
Analyze the findings and associated data security risks. Provide insight and 
highlight those that are most impactful.

Learn about tools and services that can mitigate risks
How can cloud services help and what does this mean for the end user.

Recommendations and next steps
Provide recommendations for risk mitigation and define actionable next steps.

Engagement 

Objectives

Data Security Engagement 
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What we’ll do during the engagement

Focus on 
learning about 
your priorities, 
initiatives, and 
key influences on 
your compliance 
strategy.

Discover data 
security, 
compliance, 
and privacy risks in 
your environment.

Assess the current 
Microsoft 365 
environment 
security posture 
using TrustElements 
platform.

Plan next steps 
on how we can 
work together.
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Learn about 
Microsoft’s 
approach to data 
security and 
compliance.



Out-of-scope
Data Security Check will not assess….

Non-Microsoft Cloud services

Proof of concept or pilot deployment

People & processes
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After the engagement, you’ll…

Have Data Security strategy documentation for your teams and stakeholders.

Better understand, prioritize, and mitigate potential threats.

Accelerate your compliance journey with Microsoft.

Have defined next steps based on your needs and objectives.
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