
END TO END MANAGED SECURITY  
WITH MICROSOFT XDR & SENTINEL 
Maximizing security effectiveness through best-in-class implementation.

Cybersecurity is a top priority for today’s business. 

Disruption due to malware or the risks associated 

with data breach can cost millions. Due to the 

focused efforts of threat actors, organizations deal 

with attacks regularly and need to implement 

defense in-depth solutions that minimize the risk 

of a breach AND limit the impact of a breach 

if it occurs. Microsoft is a leading player in the 

integrated security market with Defender XDR 

that protects across the entire cyberattack kill 

chain, but maximizing the effectiveness of the 

tools requires correct implementation and an 

effective response plan. Interlink Cloud Advisors 

and CriticalStart have partnered together to provide 

a best-in-class implementation and managed 

detection and response capabilities built on the 

Microsoft Defender XDR and Microsoft Sentinel 

platforms. 

DO YOU WANT TO MINIMIZE YOUR RISK OF DATA BREACHES?

www.interlink.com | hello@interlink.com | 800-900-1150

	9 Deploy Microsoft Sentinel 
log analytics workbook

	9 Deploy and configure 
baseline Microsoft Sentinel 
Analytics rules 

	9 Deploy and configure 
baseline Microsoft Sentinel 
Workbooks 

	9 Pilot an automated threat 
response Playbook  

  

MICROSOFT 
SENTINEL

	9 Setup & Prepare Microsoft 
Defender for Endpoints

	9 Onboard Microsoft Defender 
for Endpoints 

  

MICROSOFT DEFENDER  
FOR ENDPOINTS 

	9 Create Defender for Identity 
instance 

	9 Create a group Managed 
Service Account 

	9 Connect to AD Forest 
from Defender for Identity 
instance  

  

MICROSOFT DEFENDER  
FOR IDENTITY 

OVERVIEW



	9 Enable Defender for O365 
preset standard security 
policies for all users 

  

	9 Enable Information Protection file monitoring

	9 Enable Azure account use monitoring 

	9 Enable App connector for Office 365 to integrate  
with Azure Information Protection 

	9 Enable Shadow IT Discovery via integration with  
Defender for Identity & Endpoint 

	9 Enable Cloud Discovery data enrichment with AAD  
username data 

	9 Assess critical 3rd party SaaS apps to protect (up to 2 apps) 

	9 Configure automatic log upload for continuous reports  
 

	X Deployment and configuration of Microsoft Sentinel. 

	X Deployment and configuration of Microsoft Defender for Endpoints. 

	X Deployment and configuration of Microsoft Defender for Identity. 

	X Deployment and configuration Microsoft Defender for Office 365. 

	X Deployment and configuration Microsoft Defender for Cloud Apps.  

CONTACT INTERLINK TODAY TO LEARN MORE ABOUT 

THIS WORKSHOP AND DISCUSS YOUR SPECIFIC NEEDS!

www.interlink.com | hello@interlink.com | 800-900-1150

LEARN MORE AT: www.interlink.com/xdr-sentinel

CONTACT INTERLINK TODAY 
And learn how Microsoft Defender and Microsoft Sentinel  
can keep your business and customer data safe. 

WHAT YOU WILL RECEIVE FROM THIS ENGAGEMENT:

HOW INTERLINK CAN HELP: 

Interlink’s team of expert Microsoft-certified consultants will demonstrate 

how implementing the Defender XDR and Sentinel platforms can minimize 

breach potential as well as minimize the damage that can occur if a breach 

does happen.

MICROSOFT DEFENDER  
FOR OFFICE 365

MICROSOFT DEFENDER  
FOR CLOUD APPS 

	9 Configure RBAC for Client  
IT Staff and CriticalStart 
SOC staff 

	9 Prepare and deliver M365 
& Sentinel security services 
knowledge transfer 
workshop 

 

KNOWLEDGE  
TRANSFER 


