
How Interlink Can Help 
Interlink’s team of expert Microsoft certified consultants will evaluate your organization’s 
environment and deliver findings and recommendations to identify potential threats — 
ultimately mitigating risk and saving money. Contact us today to learn more! 

MICROSOFT 365 
DEFENDER THREAT 
CHECK ASSESSMENT   
Evaluate security tools in the Microsoft 365 E5 bundle to 
reduce risk in your environment by identifying potential 
threats and improving your organization’s security posture.

WANT MORE VISIBILITY INTO SUSPICIOUS  
ACTIVITY IN OFFICE 365? 
See how the power of Microsoft security tools can better protect your Cloud assets.  

Interlink will turn on the tools, configure them, and show you how to read the results  

and better protect your environment — all with zero impact to your end users!

BENEFITS OF THIS ENGAGEMENT INCLUDE:
• Reduce Risk: Gain visibility by seeing Microsoft security tools in action, identifying potential active threats 

within your environment, and realizing the power of using the Microsoft 365 E5 bundle together.

• Realize Value: Save money and grow ROI through optimizing your organization’s security investment with 

your business goals and objectives in mind.

• Increase Knowledge: Explore and better understand Microsoft security tools on Office 365 in the context of 

your environment.

• Utilize Expertise: Get recommendations on the most cost-effective ways to improve security.

ASK US HOW TO GET THIS 
ENGAGEMENT FUNDED 
BY MICROSOFT!

www.interlink.com  |  hello@interlink.com  |  800-900-1150
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WITH THIS ENGAGEMENT, INTERLINK WILL PROVIDE: 

ENABLING THE FOLLOWING SOLUTIONS:
• Microsoft Defender for Office 365 – A Cloud-based email filtering service that helps 

protect your organization against advanced threats to email and collaboration tools, like 
phishing, business email compromise, and malware attacks. Defender for Office 365 
also provides investigation, hunting, and remediation capabilities to help security teams 
efficiently identify, prioritize, investigate, and respond to threats.

• Microsoft Defender for Identities – A Cloud-based security solution that leverages 
your on-premises Active Directory signals to identify, detect, and investigate advanced 
threats, compromised identities, and malicious insider actions directed at your 
organization.

• Microsoft Defender for Endpoints – Microsoft’s best-in-class endpoint detection and 
response (EDR) security platform designed to help organization’s networks prevent, 
detect, investigate, and respond to advanced threats.

• Microsoft Cloud App Security – Deployed for discovery only. It provides rich visibility, 
control over data travel, and sophisticated analytics to identify and combat cyberthreats 
across your Microsoft and third-party Cloud services.

• Azure Sentinel – Connect Microsoft 365 data sources to deliver intelligent security 
analytics and threat intelligence across the enterprise, providing a single solution for 
alert detection, threat visibility, proactive hunting, and threat response.
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INTERLINK WILL THEN: 
Facilitate the following workshops:
• Microsoft Cloud App Security + Sentinel – Discuss ongoing management and 

monitoring 
• License Analysis and User Profiling – Utilize Interlink’s expert analysis, including 

frontline workers 
• Azure AD Premium P2 – Identity protection + risk-based access control
• Microsoft 365 Defender Platform – Review the solution within the context of 

specific business objectives and goals 
• Security Maturity Assessment – Leverage Interlink’s proven branded model 

Summarize and deliver both findings and customized recommendations based on:
• Threats Identified and Blocked
• Risky Logins Discovered
• Cloud Apps in Use
• Microsoft Cloud App Security Alerts
• Custom Security and Licensing Roadmap 
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