
Microsoft 365 Threat Check Assessment
(Microsoft 365 Defender & Sentinel)

Value proposition

The Microsoft 365 Threat Check Assessment offering is designed to 

understand customers’ security goals and objectives, identify security 

threats across M365 services and provide recommendations to 

mitigate those risks using Microsoft Security solutions.

Timeline & Scope – Customer customizable (minimal customer effort) 

Stage 3

Findings Presentation & Closeout

•Data collection & Documentation

•Write up and recommendations

•Assessment report presentation

• Recommended Next Steps

• Engagement Closeout

Stage 1

Engagement Setup

• Pre-Engagement Call

•Questionnaire

• Pre-requisites and scope

• Kick-off meeting with all stake 

holders

•Configuration and onboarding 

•Microsoft 365 Defender Overview 

and Demonstrations

Stage 2

Kick-Off, Onboarding & Discovery
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Workloads

• Microsoft 365 Defender 

• Microsoft Defender for Endpoint 

• Microsoft Defender for Office 

• Microsoft Defender for Identity

• Microsoft Defender for Cloud Apps

• Microsoft Sentinel 

Engagement Outcomes

• Microsoft 365 Risk assessment report deliverable

• High-level roadmap to mitigate security risk across your Microsoft 

365 ecosystem.

• 11 hours of collaborative sessions required over 2-3 weeks

Assessment offers

• Microsoft funding for Invoke-led Assessment may be available upon 

request

• *Invoke-led trial licensing for qualified customers
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