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Sensitivity Labelling & Data Loss 
Prevention Protection in Purview

Apply sensitivity labels and Data Loss Prevention (DLP) policies to protect critical data across the

Microsoft 365 environment using Microsoft Purview, Information Protection, and related tools.

Effective governance relies on protection and visibility into how sensitive data is accessed and used. This

engagement focuses on classification, labelling, and protection using Microsoft Purview, Microsoft

Information Protection, and DLP policies.

Assessing the existing labelling schema and compliance requirements. Sensitivity labelling taxonomy is

defined, and labels are applied across Microsoft 365 content (Exchange, SharePoint, Teams). Auto-

labelling policies are configured and validated through test cases.

Through collaboration with your security and compliance teams to configure and tune Data Loss

Prevention (DLP) policies aligned to the organization's risk scenarios. Policies are tested in audit mode to

minimize user disruption, then adjusted and deployed for enforcement.

During this engagement, ITC will provide guidance on configuring sensitivity labels and sensitive info

types, Data Loss Prevention policies and alert noise reduction.
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KEY FEATURES AND BENEFITS Enable consistent 
classification and 
protection of sensitive 
data across Exchange, 
SharePoint, Teams, and 
Office apps.

Provide comprehensive 
steps to configure custom 
policies adapted to your 
environment

Protect against 
accidental or malicious 
data leaks by detecting 
and blocking the sharing 
sensitive files externally

Reduce manual errors 
and improve compliance 
by automatically applying 
sensitivity labels and 
DLP rules based on 
content inspection

Discovery
• Introduction to sensitivity labels and Data Loss Prevention.
• Exploratory meetings to learn about the needs of the 

organisation and to understand current environment.

Documentation
• Describe the document design choices that satisfy the 

organisation's needs and context.
• Provide the configuration to be applied Sensitivity labels and 

Data Loss Prevention.
• How to set up policies and manage alerting

Implementation
• Provide step-by-step guidance for configuring effective data 

loss prevention policies and configure sensitivity labels adapted 
to your organisation’s environment.

See for yourself how Purview can help you by giving it a try. Find out how to create the solution and use it

for your organisation. See how the solution can secure your corporate data whilst providing insights into

classified data usage, preventing data leakage and monitoring sensitive data. Let ITC assist you with

guidance for deploying Sensitivity labelling and Data Loss Prevention in Purview and benefit from our

years of experience with the Microsoft security stack.

SOLUTION OVERVIEW

WHY ITC
ITC Secure is an advisory-led cyber security services company.

We have a 25+ year track record of delivering business-critical services to over 300 blue-chip organisations - bringing
together the best minds in security, a relentless focus on customer service and advanced technological expertise to
help businesses succeed.

With our integrated delivery model, proprietary platform and customer-first mindset, we work as an extension of your
team throughout your cyber journey and always think not only about you, but also your customers and the reputation
of your brand.

ITC Secure is headquartered in London, UK. With a dynamic balance of the best in people, technology and
governance, we make cyber resilience your competitive advantage.

ITC Secure, 10th Floor, 5 Churchill Place, London E14 5HU United Kingdom. ©ITC Secure


