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The workplace is still in transition

Diverse 

computing

needs

57%
of remote employees 
plan to shift to hybrid – while 51% of 

hybrid employees are considering a 

move to remote work permanently.1

Organizational 

risks

68%
of companies 
report experiencing a breach 

due to exploitation of an 

endpoint in 2021.2

IT

complexity

67%
of IT professionals
feel overwhelmed by trying

to manage remote work. 3

1. “2022 Work Trend Index: Annual Report,” Microsoft Corporation

2. “The Cost of Data Breach Report,” The Ponemon Institute, 2021

3. “IT Trends Report: Remote Work Drives Priorities in 2021,” JumpCloud, 2021



Hybrid work creates new opportunities…

and new challenges

Protect the digital worker

Enable zero-trust security while 

addressing growing complexity in 

compliance and optimizing for 

business outcomes.

Simplify IT management

Empower IT to manage the entire 

endpoint footprint of a distributed 

workforce across platforms and 

device types.

Power better experience

Accelerate onboarding and 

offboarding employees, vendors, 

and contractors across a variety of 

devices and locations with 

zero-touch approach, scaling as 

needed.



Secure your hybrid workforce with 

Windows 11, Windows 365 and Intune

Protect the digital worker

Zero Trust security built-in

Protect the system from being 

compromised by malware and 

ransomware with isolation of 

Microsoft Edge and Office apps 

Simplify IT management

Proactive remediation and 

automation from a single source

Secure zero touch secure 

deployments and provisioning 

with Windows Autopilot and 

Endpoint Manager.

Reduce Windows endpoint 

vulnerability with Windows 

Autopatch, automated upgrade 

and update management. 

Power better experience

Protected and productive 

without downtime

Single sign on from device to cloud, 

passwordless multifactor authentication.



Windows 11 delivery models work 

seamlessly with Microsoft cloud services  

Native on a 
PC or Tablet

Integrated productivity, security and 

management solutions from Microsoft

Cloud PC on 
any supported 

device with 
Windows 365

Microsoft 365 Apps Microsoft Defender Azure Active Directory Identity Microsoft Endpoint Manager



Microsoft empowers you 

to do more with less 

Zero Trust security 

built-in

Windows, Microsoft Intune and Azure AD 

can reduce data breach risk by 45% and 

overall IAM security management costs 

by 50%.

Proactive remediation and 

automation from a single source

Automated system updates can reduce IT 

management cost by 40% and time spent 

on device management by 24%.

Protected and productive 

without downtime

Windows customers can obtain between 

109% and 394% projected return on 

investment.1 Improved security adds $1.2 

million to the bottom line.1

*“The Total Economic Impact™ Of Windows 11 and Microsoft Endpoint Manager,” 

respectively commissioned by Microsoft, Forrester Consulting



Windows 365 supports your 

hybrid workforce needs

Personalized: all your apps, content and settings, 

streamed from the Microsoft cloud to any device

Powerful: scalable Cloud PCs bring the Windows 

11 experience to you, on any device

Simple: provision and deploy Windows on a 

Cloud PC today, right from Microsoft Endpoint 

Manager or at windows365.microsoft.com

Secure: enhancing the security benefits of Cloud 

PCs with new Windows 11 security features

Windows 365 provides a 

personalized, powerful, simple, 

and secure full Windows 11 or 

Windows 10 experience



Windows 365 unlocks enterprise 

hybrid work scenarios 

Zero Trust Security Model

Protect the digital worker

Achieving greater organizational 

security, from chip to cloud.

BYOPC programs

Simplify IT management

Empowering IT with easier Windows 

and device management.

Temporary work

Power better experience

Delivering a flexible, inclusive, and 

accessible computing experience for 

all roles.



Zero Trust Security Model

Protect the digital worker

Data Protection

Regulatory Compliance

Challenges

• Increasing data surface area and risks from 

hybrid work

• Expanding data regulations

• Growth and use of third-party tools and 

disparate systems to defend threats



Day in the life Enable secure and compliant access to all 

employees with Windows 365.

A finance company has a strategic initiative 

involving customer data and other highly 

confidential information.

Windows 365

Windows 365 is used by the 

project team, including legal 

counsel and accounting 

resources. 

The project requires travel and 

meetings. The participants using 

Windows 365 get highly secure 

access and great performance, 

wherever they are.

The project team can focus on 

their work knowing that their 

data is always protected. 



Behind the scenes Drive strategic initiatives with secure and compliant access 

to all participants with Windows 365.

IT administrators apply policies to ensure 

highly confidential information is 

secured and compliant for the project.

Windows 365

Advanced 

security

Identity and device management 

are foundational for Zero Trust. 

Microsoft 365, including Azure 

Active Directory and Microsoft 

Endpoint Manager, provides an 

integrated solution.

Conditional 

access

Azure Active Directory 

provides conditional secure 

access. Microsoft Endpoint 

Manager mitigates identity 

threat risks.

Reduced

vulnerability

Since documents are saved in 

cloud, confidential data stays 

confidential even in the event of 

device loss or theft. 



BYOPC programs

Simplify IT Management

Distributed workforce

Diverse end user computing needs

Challenges

• Budget constraints or supply chain delays

• Growing IT operational overhead

• Ensuring secure access to corporate resources



Day in the life  Windows 365 streams the full Windows 11 experience to 

any supported device—securely, anywhere.

Miriam, a marketer, prefers to use her 

personal device for work.

Windows 365

Her employer provides 

access to Windows 365 

using her own PC. 

After a quick setup, she 

securely access all the work 

apps and data she needs 

from her cloud PC.

Miriam can use the device 

of her choice to do her 

best work while using the 

most secure and modern 

Windows experience 

streamed to her device. 



Behind the scenes  Windows 365 streams the full Windows 11 experience to 

any supported device—securely, anywhere.

IT administrator enables Miriam to 

use her personal device for work.

Windows 365

App 

compatibility

A Cloud PC running 

Windows 11 can also 

run Windows 10 apps 

in compatibility 

mode.

Unified cloud 

management

Using Microsoft Endpoint 

Manager, IT administrator 

can manage physical and 

Cloud PCs in the same 

console. 

Computing 

Capacity

Monitor Cloud PC 

performance and adjust 

capacity to adapt to

usage patterns.



Temporary work 

Power better experience

Project-based consultants

Seasonal or contract workers

Mergers & Acquisitions

Challenges

• Delays in providing secure access

• Complex organizational processes

• Budget constraints or supply chain delays



Day in the life Get started faster and easier from anywhere with 

a Windows 365 Cloud PC.

Brigette is a new remote contractor. She 

needs access to client resources for her 

time-based project.

Windows 365

She gets an email with 

instructions to access 

Windows 365.

On Day 1 she has access to 

project apps and content that 

securely located in the cloud.

Once the project is over, her 

access to Windows 365 Cloud 

PC can be immediately 

turned off.



Behind the scenes Accelerate onboarding and offboarding of temporary workers 

with Windows 365 and Microsoft Endpoint Manager.

IT administrator enables Brigette to use her 

own device for the client project.

Windows 365 and Endpoint Manager

Provision

Create role-specific Cloud 

PC images for different user 

scenarios, like professional 

services contractors.

Configure

Grant access to the contractor 

in minutes and easily scale up 

and down based on project 

needs.

Offboard

Deprovision 

the worker's Cloud PC remotely

from with 

Microsoft Endpoint Manager.



Next steps

Learn more about Windows 365 Cloud PCs, 

Windows 11, and Microsoft Intune in 

Microsoft Endpoint Manager.

Agree With Mannai for Windows 365 POC

1

2

https://www.windows365.com/
https://www.microsoft.com/windows
https://docs.microsoft.com/en-us/mem/intune/
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