
Optional modules can 
be added to extend the 
Data Security Check to 
include on-premises 
data repositories, 
Windows 10/11 
endpoints and more. 

Analyze user behavior for events that impose a 
risk to the customers organization. These 
vulnerabilities range from the loss of intellectual 
property to workplace harassment and more. 

Discover data stored in the Microsoft 365 Cloud 
and analyze it for the presence of artifacts that 
may impose data security risks to the organization. 

The Data Security Check

Uncovers risks that might be harmful to your organization and is an integral part of the Data Security 
Engagement. The Data Security Check leverages Microsoft Purview tools and services in an 
automated process to:

Don't wait for a costly data breach to 
realize the importance of data security

In today's digital age, data is the lifeblood of any 
business, and its security is paramount. As the 
datasphere is projected to double by 2026, the sheer 
volume and complexity of data will only increase, 
making it a prime target for security incidents.

With the rapid deployment of generative AI apps, data 
security risks are escalating, demanding robust 
protection and governance.

Detecting, investigating, and acting on data security risks 
in your organization is critical to ensuring trust, creating 
a safe workplace and protecting company assets and 
employee and customer privacy.

The Data Security Engagement gives you the insights 
you need to understand data security, privacy and 
compliance risks in your organization.

Develop joint plans and the 
next steps

Learn about tools and services 
that can help mitigate risks

Receive an analysis and report 
on findings and associated risks

Assess your environment 
against key data protection 
standards

Learn about the risks that 
organizational insiders may 
impose

Understand the risks of 
Dark Organizational Data

Engagement Highlights

Identify data security risks in your organizational data

The Data Security Engagement
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Cloud Security

Identity and Access Management

Information Protection and Governance

Threat Protection

MDS Security Specializations

Proven expertise in customizing and implementing Microsoft technologies

Comprehensive and dependable cloud, AI, and security services

Numerous Microsoft technical specializations, certifications, and awards

All-encompassing vendor management, staff augmentation, licensing, and compliance services

Industry leading 365/24/7 technical and customer service support

Why MDS?
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Recommendations 
and Next Steps

Microsoft Purview 
Portfolio Overview

Data Security 
Check

Pre-Engagement
Meeting

Set of long-term recommendations on your 
compliance strategy, with key initiatives and 
tactical next steps.

Optional Compliance Manager Tenant 
Assessment report with suggestions and top 
key improvement actions.

A clear look into Microsoft’s approach to 
data security and mitigating and controlling 
insider risks.

A list of recommendations and actionable 
next steps that will help mitigate the 
identified risks.

A Security Check report that includes 
findings and insights from the automated 
discovery process.

Data Security Engagement
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