XaaP Architecture Assessment
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Applications Workload
Overview Analysis

Capabilities &
Architecture
Analysis

7 Application Documentation Analysis + Workload Analysis w * Highlevel Capability Map

E . Application Walkthraughs a * |T Infrastructure & Internal E.. * Architectural understanding of tech-stack
u t—?; Enterprise Application Landscape E against capabilities

3_ o st é * Volumetric and business criticality 'Eu * Analysis to understand the Cloud readiness
_ﬁ * Org Structure Analysis -g to define availability needs é * Understanding the SDLC and Software

g 727777 7207 ‘E(: * Understanding the DevSecOps - § Engineering Process, Practices & Tooling
-_E ;O Pipeline and Automation _E * Design Practices understanding design

s * Internal knowledge of Ops Processes E processes, practices and tooling

+  Analysis of run-metrics (KPIs) used + DevSecOps - Pipeline and Automation

» Software development and quality metrics
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Capability Driven Assessment Plan

Key Inputs

Required SME
Participants

Activities

Deliverables

-+ 1-2 Days

g @ Pre-Assessment

* Overview Documents
* Review of Data Gathering Request
* Arch. & tech. roadmap documents

2-4 Weeks

Discovery & Analysis

Checkpoint

Business Capability Map

Application Architecture (As-Is)

SLA and other non-functional metrics

i. Checkpoint

L]

—————— " +— 1-2Weeks —— >

I‘ Design & Solution
Fcheckpoint

Output from Discovery & Analysis Phase
Stakeholders & users’ interviews

* SMEs
* Mphasis Architect, IT Ops Specialist, Designer

For each key capability, SMEs, IT and Business
Owners/Manager

« Application SME

*  Architect

« Application User(s)
Mphasis Team

IT and Business Owners/Manager
* Application SME
= Architect
* Business Owner
+ Application User(s)
Mphasis Team

*  Review the plan of activities

*  Review and understand data requirements

*  High level understanding of portfolio, technology
& application complexity

*  Overview of IT Ops Org

= Overview of IT Development Org

*  Define critical success factor for assessment

Create high level capability Map

Analyze critical user experience journey

Analyze data and Integrations

Determine as-is load metrics & establish target metrics
Identify reporting capabilities & KPlIs

Collect & Validate Run Data (See Appendix)

Review critical planned enhancement projects

Initial Analysis Readout, validate and refine
Define critical Tenants for future state

*  Operations tenants

*  Development tenants
Define Capability based future state blueprint
Define Capability based transition roadmap
Build proposal for target state

* Detailed Assessment Plan

* |nvites

+ Templates shared

* Available Data shared with Mphasis/ Access provide

Capability Map

Architecture Draft

Integration and dependencies Map
Run Operation Assessment

XaaP Assessment Report
Recommendation Report
Proposal for transformation
Execution Plan




Priority Based Assessment of Platform Services

5 Business Value Vision, Strategy, Goals Digital Platform Capabilities
(=}
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o Management & Governance Governance Decision-making Delivery
s} Usability
o
E Persona Journeys User Delight UI/UX Kit (Design System) UI/UX Kit Governance User Connectivity
[
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Data Platform Application Platform
Platforms & Data Models and Data Operations and App Rationalization and Cloud-readinass APl and Component API Integration and
w Data Management Architectures Structures/Definitions Lifecycle Management Disposition Reuse Documentation
s Strategy
Q
= API Microservices/ Ind dent Shift-left and test
& Data Quality Data Event Stream Data Storage Marketplace NESpeh _e_" Scalability
(o] Modularity deployability coverage
1= with APIM
3 Governance and Access
e Policies Ob: bility and SDKs & Cod
Data Intelligence Data Support Process Data Services servability a N B Service Mesh Tech Debt Management
Telemetry generation
= Operational Platform (SRE) Cybersecurity
(=] SRE Principles : oo ;
= DevSecOps Implementation and Talent Evaluation Documentation Automation and Mamtormg_ fmd Betingtes Sequnty
<< idelines Enabled Deployment Management Observability
% Guidelines Enable Compliance & Privacy
8 Policies
Reliability & Disaster Recovery And RCA and Blameless 4
g Infrastructure Automation Environment Blueprints Availability Bacioe ITSM Workflows Postmiortams Identity & Access
Management
»
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