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How can we support customers cloud journey with our security services?

Assess Your Configuration 
and Architecture

Securely Design Your 
Environment & Create 
Structural Roadmaps

Managed Detect & Respond,
Managed Cloud Security

…

Implement and 
Adjust Security 

Services and Controls

Cloud Security 
Compliance MonitoringCloud Secure Design

Cloud Security 
Governance & Roadmap

Cloud Security 
Engineering Projects

Microsoft-based 

MDR Service

Technologies we work with …

Azure infra, M365, 

Clusters, CI/CD pipelines

NVISO offers services to support customers in their cloud journeys and to assess, design, and implement security during all phases of cloud adoption. 
Our cloud security services can range from an integrated security design in customers’ new or existing environments to review their current infrastructures 
via our standardized security assessments.

Deliver Microsoft 
Engagements

Data Security, Microsoft 

Sentinel, Threat Protection 

Microsoft 

Purview

AWARENESS VALIDATION IMPLEMENTATION MANAGED

Thanks to our 
CSI partnership

Microsoft 

Sentinel

Microsoft 

Entra ID



Classification: Internal

The goal of the Roadmap definition is to deliver a solid and complete planning to extensively 

leverage Microsoft Purview and all its features, taking into account your priorities and 

requirements, and matching them with Purview features.

Outputs will include: 

o Presentation of your requirements and configuration findings;

o Workshop and demo material;

o Extensive roadmap and next steps documentation.
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Identify key stakeholders & interested 

parties; define workshop agendas; 

send preparation questionnaire, share 

documentation about existing tools 

and requirements.

Deliver workshops: focus on key 

features of Purview, understand how 

to match organization’s requirements, 

ensure all the stakeholders have a 

clear understanding of the features.

Prepare a report about findings 

resulting from the discovery 

workshops. Discuss the outcome of 

the analysis with Executive level and 

propose a prioritized list of actions.

Based on the  output of the Executive 

discussion, produce a detailed 

Roadmap with an action plan for the 

identified top priorities. 

Present the outcome of the exercise 

to the Executive level, involving 

parties to share feedback until 

validation. Adjust documentation if 

necessary.

Validate documentation and planning.

PREPARATION INVESTIGATION REPORT PLAN VALIDATE

Microsoft Purview

Building your deployment roadmap

o Better vision on the future of Data Security

o Solid long term strategy of deployment

o Involvement of right stakeholders

Why is a roadmap important?
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Document structure

Executive Summary
Describes the business impact of the identified findings and 
general recommendations.

Project Information
Provides an overview of the scope, objectives, and approach.

Roadmap Overview
Represent the entire planning in the 12-18 months, 
depending on what agreed and the complexity of items.

Roadmap Documentation
Each item of the roadmap is described with initial guideline 
to take into account in the design and implementation phase. 
This includes the rationale of the action, its priority, timing 
and features.

Microsoft Purview

Building your deployment roadmap – Deliverable

The goal of the Roadmap definition is to deliver a solid and tailored planning to extensively leverage Microsoft 

Purview and all its features, taking into account your priorities and requirements, and matching them with core 

principles of data classification, loss prevention, access management, compliance with legal requirements.

An in-depth description of each item on the roadmap will be part of the final deliverable.



Classification: Internal

www.nviso.eu |  4

Microsoft Purview

Building your deployment roadmap – Example of Roadmap

H
IG

H
M

E
D

IU
M

L
O

W

0-6 months 6-12 months 12-18 months

Classify & Protect Retention Insider Risks Automation Customization Advanced Scenarios

Define Sensitivty Labels 

for Microsoft 365

Identify retention requirements 

per unit involved

Define basic IR 

scenario n.1

Automate basic sensitivity labels

Discuss possible 

custom scenarios that 

might generate DL

IR Advanced Scenario 1

Select retention use cases 

Define basic IR scenarios: 

1 & 2

Define basic IR 

scenario n.2

IR Advanced Scenario 2

IR Advanced Scenario 3

Implement Sensitivity 

Label Policies

Automate custom sensitivity labels

Define custom label 

policies n.1
Define custom label 

policy n.2

Define custom label 

policy n.1

Enforce DLP Policies

Compliance 

management framework

DLP for Endpoint

IR scenarios DLP integration

Define & Deploy Audit DLP Policies
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How and where we can help you
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NVISO and Microsoft, a strong partnership

NVISO is a Microsoft Solutions Partner for Cloud Security

NVISO has a dedicated team of Microsoft Cloud engineers that supports our clients with the configuration and implementation of security 
features in Azure and Microsoft 365. Our widely certified engineers can be made available to support you with your cloud journey and increase 
your cloud security posture. The NVISO cloud security expert pool, a team of highly skilled expert professionals, assists and supports our cloud 
engineers.

Besides that, NVISO is a Microsoft Solutions Partner with specialty in Cloud Security, and invested in Microsoft certifications for our employees. 
Our expertise in Microsoft solutions includes a wide range of services on different Microsoft products. 

Microsoft 

Sentinel
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