
                                                            
                                                                                                        

                                                                                                                                                        
 

Overview 

With the increasing demand to support ‘bring-your-own-device’ (BYOD) scenarios, organizations are facing the challenge 

of finding the right balance between allowing their employees to choose the devices they use, while making sure those 
devices have access to the right set of applications and meeting corporate data protection and compliance requirements. 

Harnessing Microsoft Intune, Power Centre can help customers focus on mobile device management (MDM) and mobile 

application management (MAM). Organizations can control how their devices are used, including mobile phones, tablets, 
and laptops. They can also configure specific policies to control applications and manage apps that contain corporate 

data. 

 

 

 

 

 

Why Intune for Mobile Device Management?  

 Centralized cloud services for all devices. 

 Manage and control of corporate and personal devices. 

 Allow employees to use personal devices for work.  

 Isolate personal data from organizational data. 

 Deploy Microsoft Office 365 apps easily to devices within your 
organization. 

 Deploy software and updates to your devices. 

 Secure the applications that contain corporate data. 

 Remote based wipe option. 

 Zero-touch deployment. 

  

   MDM Solution from Power Centre - using Microsoft Intune: 

   Enable a productive workforce, while keeping your  
   corporate data protected! 
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Key benefits of Zero-Touch deployment with Windows Autopilot: 

 No need for IT to touch the devices 

 No more maintenance of images and drivers 

 Simple process for users and IT 

 Reduces the time IT spends on deploying, managing, and retiring devices. 

 Reduces the infrastructure required to maintain the devices. 

 Maximizes ease of use for all types of end users. 

 Reset of devices back to a business ready state 

 

Licensing Options: 

 

 

 

 

 

Pre-requisites:  

 Enterprise Mobility + Security (EMS) / Microsoft Intune subscription + Azure Active Directory Premium P1 / M365 
Business Premium / M365 Enterprise subscription 

 Microsoft 365 subscription (for Office apps and app protection policy managed apps) 

 Apple APNs Certificate (to enable iOS device platform management) 

 Azure AD Connect (for directory synchronization) 

 The managed device must be compliant: 

Apple: 

 Apple iOS 13.0 and later 

 Apple iPadOS 13.0 and later 

 MacOS 10.15 and later 

Google: 

 Android 8.0 or later (including Samsung KNOX Standard 2.4 and higher) 

Microsoft: 

 Windows 10 (Home, S, Pro, Education, or Enterprise versions) 
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Deployment Plan:  

These are the basic steps of deployment. The plan may vary depending on customer needs.  

 Determine deployment goals, objectives, and challenges 

  Identify use-case scenarios 

 Design and configure the Microsoft Intune environment 

 Sample policy implementation 

 Testing and validation of sample policy 

 Production implementation 

 Verification and fixing of issues if any 

 

The Power Centre team will help you maximize the value of your IT investments today and shape an efficient, effective, 

and scalable infrastructure through our IT consulting services methodology.  

 

 

 


