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Mobility is the new normal

52% of information workers 

across 17 countries report 

using three or more devices 

for work*

52%

90% of enterprises will have 

two or more mobile operating 

systems 

to support in 2017**

90%

>80% of employees admit to 

using non-approved software-

as-a-service (SaaS) 

applications in their jobs***

>80%

*    Forrester Research: “BT Futures Report: Info workers will erase boundary between enterprise & consumer technologies,” Feb. 21, 2013
**  Gartner Source: Press Release, Oct. 25, 2012, http://www.gartner.com/newsroom/id/2213115
*** http://www.computing.co.uk/ctg/news/2321750/more-than-80-per-cent-of-employees-use-non-approved-saas-apps-report



What's Driving Change?

User Devices Apps Data IT



One User.  One Identity.  Everywhere.

Desktop 
Virtualization

Access & 
Information 
Protection

Mobile Device & 
Application 

Management

Hybrid
Identity

Single sign-on

Self-service experiences

Common identity

Conditional access

SaaS applications



Public Identity as the control point

PCs and devices

Microsoft apps

Non-MS cloud-based apps

Custom 
LOB apps

ISV/CSV
apps

Active Directory

Other Directories

Active Directory



Hybrid Identity

Unify your environment

Create a centralized identity 
across on-premises and cloud

Use identity federation to 
maintain centralized 
authentication and securely 
share and collaborate with 
external users and businesses

Enable users

Provide users with self-service 
experiences to keep them 
productive

Enable single sign-on for users 
across all the resources they need 
access to

Protect your data

Enforce strong authentication 
when users access resources and 
apply conditional access controls 
to sensitive company information 

Configure single sign-on across all 
company applications

Ensure compliance with 
governance, attestation and 
reporting

Protect your dataEnable users

User

Unify your environment

User



Device choice.  Simplified management.

Desktop 
Virtualization

Access & 
information 
protection

Mobile device & 
application 

management

Hybrid
identity

Consistent user experience

Simplified device enrollment and registration

Single console to manage devices

Application management for Office and LOB



Office 365 and Intune protect data on mobile devices 
without sacrificing user productivity 

Secure Collaboration 

• IT can set and manage policy around how data is shared with 
managed and non-managed apps

• In addition to Office mobile apps for iOS and Android, Intune 
will support management of LOB iOS and Android apps

Rich Office Experience 

• Give users familiar, full-featured Office applications

• Maintain document formatting across platforms

• Securely store, sync, and share content via OneDrive for 
Business

Managing Office Mobile Apps with Intune

Microsoft
Intune

Personal

Corporate

LOB



User and Device Management

Protect your data

Protect corporate information by 
selectively wiping apps and data 
from retired/lost devices

A common identity for accessing 
resources on-premises and in the 
cloud

Identify which mobile devices 
have been compromised

Enable users

Access to company resources 
consistently across devices

Simplified registration and 
enrollment of devices

Synchronized corporate data 

User

Unify your environment

On-premises and cloud-based 
management of devices within a 
single console.

Simplified, user-centric application 
management across devices

Comprehensive settings 
management across platforms, 
including certificates, VPNs, and 
wireless network profiles

User
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