
Security  
Assessment 
5-Day Assessment
This assessment will review your environment in accordance 
with best practices that includes recommendations to improve 
your security posture and to address security issues that are  
discovered as part of this review. 



Confidently secure your cloud platform by defining security responsibilities,  
identifying potential security gaps and providing recommendations to improve  
security posture.

Organisations across the globe are undertaking Digital  
Transformation initiatives to enhance their internal and external  
operations and are doing so by leveraging cloud technologies such 
as Office 365 and Microsoft Azure. Security in the cloud is a shared  
responsibility. Microsoft, as the cloud provider, and you, the  
customer, both bear the responsibility of securing your data in the 
cloud. Understanding your responsibilities, as well as the security  
capabilities that are available in Office 365 and Microsoft Azure, are 
key requirements to successfully fulfilling this responsibility.

Whether you have just decided to move to the Microsoft Cloud, or 
are already fully deployed, conducting a Security Assessment can 
identify potential security gaps in your current environment and 
reveal new security features, capabilities and industry standard prac-
tices that may have been recently added to the O365 service. This 
offering enables your organisation to confidently secure your cloud 
platform by defining security responsibilities, identifying potential 
security gaps and providing recommendations to improve security 
posture.

What do you get?

•	 Documented Security Assessment Work 
Plan, with steps, tools and procedures 
used to conduct the assessment.

•	 Management Report containing current 
security posture, potential security gaps, 
prioritised findings, as well as  
recommendations and industry standard 
guidance.
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