
Secure Modern  
Device 
5-Day Assessment
Quorum will conduct a Secure Modern Device Assessment 
(SMDA) workshop with the customer to deliver a high level de-
sign for a Modern Device Management Platform leveraging 
Microsoft Intune



As organisations embrace cloud technologies and hybrid working, they’re also 
adopting a new approaches to managing end user compute devices including  
tablets and mobile phones. With Microsoft 365 Intune, you can adopt this  
approach to simplify management, improve security, provide a better user  
experience, and lower the TCO.

Until recently, managing technology at organisations required IT  
professionals to do lots of hands-on, manual, and time-consuming 
tasks to maintain  company-owned infrastructure and PCs. New kind 
advancements in cloud technology, and BYOD trends have made the 
move toward modern management not only for mobile devices but 
also for PCs more compelling for many organisations. 

The  SMDM workshop provides the following:
•	 An experienced Quorum Consultant and Project Manager for 5 days 

to drive the engagement
•	 A high level design document that will contain a information on the 

current state, future state as well as migration approaches and strate-
gies for adoption.

By conducting our Assessment, which  
delivers a design blueprint for a new Modern  
Device Management platform. The  
assessment delivers the following outcomes:
•	 Round table discussions to establish the 

business outcomes for the Modern Device 
Management Platform

•	 Understand the existing state of the MDM 
landscape

•	 Provide Best Practice recommendations 
and guidance around:

•	 Device Management
•	 Application Management
•	 Security Controls
•	 Identity protection
•	 Management, Reporting and Gover-

nance
•	 Formulate a new architectural 

framework
•	 Create and deliver a high design 

blueprint document
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