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Service Overview
The Basic Integration Service is ideal for organizations seeking to quickly and securely manage a
diverse range of devices including Windows, macOS, iOS, Android, and Linux using Microsoft
Intune. This service offers essential management and compliance features that are easy to
implement, ensuring that all devices within your organization remain protected with minimal
disruption to daily operations

Basic Integration Service
Effortless Device Management for Your Organization

Key Components
 Intune Setup

 Secure Device Enrollment

 Basic Security Configuration

 Compliance Policy Implementation

 Patch Management

 Simplified Application Deployment (Up to 10 Applications)

 Autopilot Deployment

 User Training and Onboarding

Why choose Basic Integration?
 Swift Implementation: Get your device management up and running quickly, minimizing 

downtime and disruption

 Essential Management: Focus on the fundamentals to manage your IT environment without 
unnecessary complexity

Why choose Reply?
 Expertise and Tailored Solutions: With extensive experience in device management, Reply 

delivers customized solutions that align with your specific business needs, ensuring effective 
and reliable outcomes

 Proven Methodologies and Scalability: Utilizing industry best practices, Reply ensures that 
your device management setup is both efficient and scalable, ready to support your 
organization’s growth

The Result
 Seamless Device Enrollment

 Compliance Assurance

 Up-to-Date Devices

 Integrated Security

 Simplified Application Management

 Consistent Device Setup

Effort / Price (blanket price)
 Up to 500 devices: 40 days by 36000.- € plus tax

 Up to 1000 devices: 60 days by 53000.- € plus tax

 Larger packages to be discussed

 Microsoft Intune License (Microsoft 365 E3/E5 or EMS E3/E5)

 Azure Active Directory (on-premises or Azure AD)

 IT Manager / Stakeholder

Requirements



Discover the key features of our Basic Integration Service that provide comprehensive device management while ensuring 
security and compliance across your organization

Device Management Coverage: 

 Comprehensive Device Support: Manage Windows, macOS, iOS, Android, and Linux devices effortlessly

 Security and Compliance: Implement essential security policies and ensure compliance with industry standards

Integration with Microsoft Tools:

 Microsoft Intune: Leverage the power of Microsoft Intune for streamlined device management

 Azure Active Directory: Integrate seamlessly with Azure AD for identity and access management

Customization and Scalability:

 Tailored Solutions: Customize the service to meet your organization’s specific needs

 Scalable Management: Whether you’re managing 500 or 5000 devices, the solution scales with your business

Basic Integration Service
Service Features Overview



Our step-by-step implementation process ensures a smooth transition, minimizing disruption while maximizing efficiency and 
security.

Assessment and Planning:

 Initial Evaluation: Conduct a thorough assessment of your existing infrastructure

 Customized Planning: Develop a detailed plan tailored to your organization’s unique requirements

Deployment Phases:

 Phase 1: Setup and Enrollment: Configure Intune and perform secure device enrollment, including Autopilot Deployment

 Phase 2: Policy Implementation: Deploy Basic Security Configurations, implement Compliance and Patch Management Policies

 Phase 3: Application Deployment: Configure up to 10 Applications and assign them to devices

 Phase 4: Full Deployment: Complete deployment with ongoing monitoring and adjustments

Support and Training

 Ongoing Support: Receive continuous support during implementation

 Training Resources: Access training materials and resources to empower your IT team

Basic Integration Service
Implementation Process


