
About SecQube

SecQube is a UK originated business offering an AI-powered SaaS solution targeting users of Microsoft Sentinel 

/ Unified Portal globally. Our primary objective is automation of the Security Operations Centre (SOC), thereby 

addressing the skills shortage currently prevalent in the cyber security sector. A new term surfacing in the sector 

is ‘service as a Software’ – an Agentic (‘capable of spotting, investigating and remediating a situation) AI solution 

to automate manual tasks. This term accurately describes what we do for any Sentinel SOC solution.

What we offer

The SecQube Security Portal is a native Microsoft Azure App. 

The Portal can help or even replace a number of the Tier 1 & 2 

Analysts in a SOC, automatically triaging alerts through to 

resolution, including writing appropriate KQLs to interrogate the 

Sentinel / Unified Portal SIEM tool / data lake.

The Portal leverages AI through our empathy engine, ‘Harvey’, 

to increase accuracy while reducing risk and costs, thereby 

increasing the efficiency and effectiveness of any SOC.

The Portal reduces triage times down to seconds, enabling even 

the smallest SOC operation to scale dramatically without the 

need to continuously hire and replace analysts.

As a SaaS / PaaS solution, the Portal is available ‘on demand’ 

through our website and affordable to SOC customers of all 

sizes, enabling ‘try before you buy’ options and instant 

deployment with minimal effort.

The SecQube Cyber 
Security Portal: 
Improving SOC performance 
through increased triage 
speed, efficiency & accuracy 
while reducing risk & costs.
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Coming soon to the Microsoft App Marketplace

Microsoft Sentinel / Unified Portal

Move faster with Microsoft Sentinel and Defender XDR, 

a security operations (SecOps) platform that brings 

together the capabilities of extended detection and 

response (XDR) and security information and event 

management (SIEM).

Microsoft Sentinel is a ‘Leader’ in the Gartner 2024 

Magic Quadrant for SIEM tools.

Manned 
SOC 24x7

SecQube 
Portal

# Alerts triaged pm 3,000 3,000

SOC Cost pm £110k £20k

Estimated Monthly SOC Savings*

* Assumptions available on request



Why the 

SecQube

Security Portal? 

The Cyber Security Challenge
Everyone knows that the cyber sector is struggling with a 

skills shortage globally. Combine the ever-growing volume of 

activities by hostile actors with the growing demand for 

Microsoft Sentinel / Unified Portal  and you have a 

continuously widening gap between demand and supply for 

skilled Sentinel Analysts. The SecQube Security Portal closes 

that gap. 

Who should use the Portal?
Anyone running a SOC with a combination of people and 

tooling will benefit from using the SecQube Security Portal. If 

you already use Microsoft Sentinel or the Unified Portal as 

your SIEM, even better. If not, we can help you deploy it with a 

minimal cost structure. Bottom line, anyone looking to scale 

their SOC operations, reduce costs / increase profitability and 

ensure accuracy and efficiency will benefit from using the 

Portal.

Our Target Audience
The SecQube Security Portal has a number of use cases which 

would benefit customers of all types. We list below the 

organisations we think would most benefit from using the 

Portal:

MSPs – looking for a security revenue stream but don’t have 

the appropriate in-house skills

MSSPs – as above or indeed already have a SOC but want to 

scale the business, especially if Sentinel / Unified Portal is part 

of that strategy

Enterprises – want to manage your own SOC more efficiently 

or even keep a watchful eye on your outsourced SOC service

Why Trust us
We can evidence many years’ experience of running SOC 

services, both internally and as MSSPs, so we know and 

understand the challenges these organisations face.
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“We outsourced our cyber 

security to an MSSP locally but 

know & trust SecQube’s 

Security Portal – so we also 

leverage that internally  to 

monitor our estate. 

It is incredibly reassuring to use 

the Portal as we often find it 

identifies and triages threats 

way faster than our MSSP can.”

What our customers 

are saying

–  vCISO, US Healthcare Company
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