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Microsoft Defender for Endpoint is an enterprise endpoint security platform designed to help 
enterprise networks prevent, detect, investigate, and respond to advanced threats.   
Defender for Endpoint uses the following combination of technology built into Windows 10 
and Microsoft's robust cloud service:

• Endpoint behavioral sensors:  Embedded in Windows 10, these sensors collect and process behavioral 
signals from the operating system and send this sensor data to your private, isolated, cloud instance of 
Microsoft Defender for Endpoint.

• Cloud security analytics:  Leveraging big-data, device learning, and unique Microsoft optics across the 
Windows ecosystem, enterprise cloud products (such as Office 365), and online assets, behavioral 
signals are translated into insights, detections, and recommended responses to advanced threats

• Threat intelligence: Generated by Microsoft hunters, security teams, and augmented by threat
intelligence provided by partners, threat intelligence enables Defender for Endpoint to identify attacker 
tools, techniques, and procedures, and generate alerts when they are observed in collected sensor data.
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Discover and Design:  Eight (8) Hour POC Definition Workshop

• Identify Architecture, Cloud-Native, co-management, on-premise, onboarding
• Identify deployment type, local scripts, GP, deployment applications
• Identify capabilities, response, protection, attack surface reduction
• Identify POC audience

$11,448 for services and Project Management (Additional costs for licensing / devices)

Note: Customer acknowledges that Sentinel will seek Claiming Partner of Record (CPOR) 
association to our Microsoft Customer Tenant ID under the Microsoft Partner Incentives Program.  
DOES NOT include Microsoft Defender for End Point licensing
DOES NOT include remediation of any existing configuration issues or compatibility requirements

Deploy / Implement:  

• Configure up to (10) end points
• Onboard up to (10) end points
• Configuration for (1) deployment ring
• Setup reporting, alerting and remediation

Contact your account 
manager to set up your 

jumpstart!

Scope of Work Details 

• Sentinel to validate and demonstrate Microsoft Defender for End Points
in customer environment

• Sentinel to provide high level overview for administration and maintaining
Microsoft Defender for End Points within the organization for (1) deployment ring

Demonstration: 
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