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Sentinel Technologies offers an Intune Cloud PKI solution designed to provide seamless 
support for employee devices and user certificates through Microsoft Intune, while 
significantly reducing the need to maintain traditional PKI infrastructure components (e.g., 
SCEP, OCSP, CDPs, CAs). This solution simplifies certificate management and enhances 
security without the overhead of legacy PKI systems.

Additionally, once Intune Cloud PKI is successfully implemented and its capabilities are 
validated, Sentinel Technologies can provide optional assistance on a time and material 
basis to decommission any remaining legacy PKI infrastructure.
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Sentinel Technologies will:
• Create up to one (1) Cloud PKI Root Certificate Authority (CA).
• Create up to one (1) Cloud PKI Issuing CA.
• Create up to four (4) trusted certificate profiles.
• Create up to four (4) Simple Certificate Enrollment Protocol (SCEP) certificate 

profiles.
• Create up to four (4) Intune profiles for certificate enrollment (including user 

and device enrollment profiles).
• Validate enrollment of up to five (5) devices.
• Assist the client team with modifying configuration for up to one (1) relying 

party (e.g., wireless access controller, 802.1x access controller, or virtual 
private network access controller).

Deploy / Implement: 

Sentinel Technologies will:
• Review up to one (1) Intune tenant.
• Review up to one (1) Entra tenant.
• Review conditional access policies.
• Review Intune profiles.
• Review license requirements.
• Review certificate use cases.

*Excludes comprehensive environment assessment

Scope of Work Details 
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