
An Envisioning Workshop will help you to
understand the technologies, the challenges,
the benefits, and the way ahead.

We at sepago want to support organizations in solving the
described dilemma!
Starting not from pure technology, but from use cases, we create a target 
picture for you based on best practices from the Microsoft universe and 
completed customer projects. By focusing on the use cases, we ensure 
that you know directly what you can use the various components for in the 
future.
As a perfect first step into Security projects, we propose our „sepagoBlue 
Envisioning Workshop - Microsoft Security in a day“. Normally, we would 
spend one day in a meeting room together to give you deeper insights, 
but due to the actual pandemic situation, we will split it up. In two virtual 
sessions of four hours, we first take a look at the current situation and the 
„State of the Nation“ and discover the need for new integrated security so-
lutions. Afterwards, we introduce our proven „sepagoBlueprint“ for security 
projects, consisting of best practices from previous customer projects.

In the last few years, we experienced that especially Microsoft Security 
projects do not close the moment all configurations are done. Creating the 
right processes and being prepared for the worst case is an integral part of 
those projects! We therefore put special emphasis on the operationalization 
and creation of processes related to your new security solutions.

Our experts will help you to understand the technologies based on the 
experience from several customer projects. You will have the opportunity 
to ask questions and get a feeling for the issues that are most important 
to your company. Together we will take the first steps on your journey 
towards the Microsoft security solutions by mapping the security portfolio 
with your current and future needs. 
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Identify current,  
ongoing risks to your  
cloud environment

Walk away with
actionable next steps
based on your specific
needs and objectives

Document your
security strategy for
the benefit of key
stakeholders

Better understand
how to accelerate your
security journey using
the latest tolls

Learn how to put next-generation security operations  
to work for you with the Azure Sentinel add-on module

Do you know how many phishing attacks your organization has  received? If employees are using the 
right password protocol? Whether personal data is being exposed? In short, is your organization’s cloud  
environment as secure as you think it is?

 
Improve your security posture with a  
Microsoft Security Workshop 

Organizations today are managing a growing volume of data and alerts while dealing with tight budgets  
and vulnerable legacy systems. Get help achieving your broader security objectives and  identify current  
and real threats – by scheduling a Microsoft Security  Workshop.

We can help you develop a strategic plan customized for your organization and based on the recom  
mendations of Microsoft cybersecurity experts. You’ll gain visibility into immediate threats across email, 
identity, and data, plus clarity and support on how to upgrade your security posture for the long term.

What to expect

During this workshop, we’ll partner with you to strengthen your organization’s approach to  
cybersecurity. We’ll help you better understand how to prioritize and mitigate potential attacks, with: 

• Deep analysis from Threat Check of cyberattack threats  
found targeting your organization

• Actionable recommendations to help immediately mitigate the iden-
tified threatsProvide insights into applications used within  
your environment (sanctioned and unsanctioned by IT)

• A detailed assessment of your IT and security  priorities and initiati-
ves, direct from cybersecurity prosDevelop a joint action plan based 
key results, recommendations and next steps

• An inside look at Microsoft’s holistic approach to  security, and  
how it relates to your organization

• Demonstrations of integrated security, including the latest   
tools and methods

• Long-term recommendations from Microsoft  experts about your 
security strategy, with key initiatives and tactical next steps

Why you should attend
Given the volume and complexity of identities, data, applications, devices, and infrastructure, it‘s essential 
to learn how secure your organization is right now, and how to mitigate and protect against threats moving 
forward. By attending this workshop, you can:

         SECURITY  
  ACCELERATOR  
            WORKSHOP

ANJA KRUMKAMP
IT Security Sales

+ 49 221 - 801 93 95 0 
anja.krumkamp@sepago.de

Please contact us
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Sepago has been very successful on the market since 2002 and supports  
its customers across Germany in their IT challenges. We are owner-led,  
independent and always committed with heart and soul.

From Cloud Solutions to IT Security, from IT Strategy Workshops 
to Managed Services – we always have a smart brain that knows 
all about it. Our powerful team puts your IT on track.

sepago GmbH

Dillenburger Straße 83 
51105 Köln

Partner
Always informed with sepago:Tel.: +49 221 - 801 93 95 0

info@sepago.de
www.sepago.de
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Microsoft Security in a day
In 2020, the way we work has changed fundamentally. A lot of organiza-
tions moved to working from home at least partially. For IT departments, 
this meant completely new requirements in building a secure modern 
workplace to enable business continuity:  the growing number of networ-
ked devices requires complex security mechanisms, while simultaneously 
keeping to internal compliance guidelines and strict data protection obli-
gations. On the other hand, attackers have not been sleeping the last year 
and are constantly developing new attack vectors.

The following agenda points include a travel through the parts of the
Microsoft 365 Defender family - Microsoft Defender for Endpoint, Micro-
soft Defender for Office 365, Microsoft Defender for Identity and MCAS. 
As data protection is an important part of security, we also have a look at 
Microsoft Information Protection.

State of the Nation 
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Security projects

Defender for Endpoint 

Defender for Office 

Windows Defender Client Hardening 

Microsoft Cloud App Security 

Microsoft Identity Protection 

Microsoft Information Protection 

Operational Model 
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