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TDC — Tool Deployment & Configuration

Managed Detection and Response with Microsoft (MDR) — Proactive TDC Services

Provides seasoned, credentialed cybersecurity expertise to deploy and configure Microsoft Sentinel and M365
Defender ecosystem with Dell Technology Services expertise in preparation for MDR Services. Addresses top
SecOps concerns with a fully-managed, 360° solution comprised of cutting-edge services to reduce threat exposure,
detect and respond to incidents, and recover your environment in the event of a breach.
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Microsoft Sentinel and Microsoft 365
Defender's cross-product layer augments
the individual service components to:

Prepare

Team with the Customer to discover architecture
requirements and deploy Microsoft 365 Defender
Suite aligned to stakeholder direction, environment
considerations, access permissions, and

* Help protect against attacks and

coordinate defensive responses across the
services through signal sharing and
automated actions.

Narrate the full story of the attack across
product alerts, behaviors, and context for
security teams by joining data on alerts,
suspicious events, and impacted assets to
'incidents'.

Automate response to compromise by
triggering self-healing for impacted assets
through automated remediation.

Enable security teams to perform detailed
and effective threat hunting across
endpoint and application data.
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Customer-direct onboarding priorities.
Configure

Dell experts work closely with Customer team to
configure the Microsoft Sentinel and Microsoft 365
Defender portal to validate licensing, prepare to
onboard devices and services, setup permissions,
and establish role-based policies.

Onboard

Onboard devices and services using automated
endpoint system or supported onboarding tools
based on the endpoint types and policies.

Knowledge Transfer

Conduct knowledge transfer with the Customer on
essential roles and responsibilities, troubleshooting,
incident investigations, and more.

To learn more, contact your Dell Technologies Sales Representative
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