
Technical Reference Architecture

User accesses the OhZone Portal through HTTPS browser connection1
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7 OhZone API to allow data transfer with non-SAP Systems

Integration with SAP Systems managed between OData and OhZone API

OhZone Document repository managed through Azure Blob storage

OhZone Data access and store managed through OhZone Data Repository in private subnet Azure VM

User identity verified through Identity Provider (Duo)

HTTPS traffic managed through Nginx reverse proxy service

User Launchpad Identity Provider
SAP Systems
(Odata Interface)

Non-SAP Systems

Private Subnet

Public Subnet

OhZone
Web App Azure VM
Server

OhZone
Data
Repository
Server

Web Server

2

4

6

7HTTPS Access

Azure VPC

Internet

Azure 
Storage Blob

5Azure VM

3

1

User Launchpad Identity Provider
SAP Systems
(Odata Interface)

Non-SAP Systems

Private Subnet

Public Subnet

OhZone
Web App Azure VM
Server

OhZone
Data
Repository
Server

Web Server

2

4

6

7HTTPS Access

Azure VPC

Internet

Azure 
Storage Blob

5Azure VM

3

1


	OhZone Architecture.vsdx
	Page-1


