
How the Data Security Engagement 
can help 

Understand the risks of Dark Organizational Data
Discuss and understand the hidden data security risks of dark data and how to mitigate. 

Understand the risks organizational insiders may impose
Learn how to identify and respond to insider actions and behaviors that can impose risks on the 
organization. 

Assess the customer’s Microsoft 365 environment
Assess against a set of controls for key regulations and standards for data protection and general 

data governance.  

Analyze and report
Analyze the findings and associated data security risks. Provide insight and highlight those that are 
most impactful. 

Learn about tools and services that can mitigate risks
How can cloud services help and what does this mean for the end user.

Recommendations and next steps
Provide recommendations for risk mitigation and define actionable next steps.
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Engagement example timeline

Pre-engagement call

1 Week

Preparation

Data Security Check

Kick-off meeting1

Acquire and assign 
licenses2

Set up and configure 
discovery services3

2 Weeks

Automated
Discovery

Data Security Check

Analyze the findings4

Write up and 
recommendations5

Microsoft Purview 
portfolio overview

Recommendations 
and Next Steps

Data Security Check

Decommision6

t-1 
week

Day 1 Day 2 Day 3



After the engagement, you’ll…

Have Data Security strategy documentation for your teams and stakeholders.

Better understand, prioritize, and mitigate potential threats.

Accelerate your compliance journey with Microsoft.

Have defined next steps based on your needs and objectives.


