
Providing an audit of your Microsoft 365 
and Office 365 environments against 
industry security benchmarks.

PAGE 1SERVICES: MICROSOFT 365 SECURITY ASSESSMENT

HOW DOES THIS SERVICE WORK?
Microsoft 365 is designed to be an open, collaborative platform which, although great for productivity, can cause 
security concerns. Assessing your environment will provide recommendations to ensure you remain secure. 

Our security assessment has been developed to audit your Microsoft 365 and Office 365 environments against 
existing industry-leading security benchmarks created by the Centre for Internet Security (CIS). We review over 
80 individual items, covering nine security areas including Azure AD identity and access management, application 
permissions and authentication as well as data management, email security and mobile device management.  
We also look at your auditing and storage processes, before providing best practice recommendations.

BENEFITS TO YOU 
Platforms
Our Identity and Access Management, 
Threat Protection, Information, 
Protection and Governance and Cloud 
Security Advanced Specialisations, 
ensure that we can work with you to 
deliver expert advice on maturing 
your security posture. Our technical 
consultants will carry out your 
assessment onsite or remotely and are 
available throughout to answer any 
questions you may have. 

People 
Collaborative working has become the 
norm, but with greater collaboration 
comes greater potential for security 
breaches. The Microsoft 365 Security 
Assessment is here to mitigate this. By 
understanding your business objectives 
and drivers, the Microsoft 365 Security 
assessment will identify potential 
security pitfalls, before providing you 
with a detailed report which highlights 
best practice recommendations to keep 
your people and systems secure.

Commercial
Microsoft product sets allow for 
a reliable, flexible, and secure 
IT environment meaning you can 
maximise securing your workplace, 
whilst reducing risk to your business. 
We have Microsoft Advanced 
Specialisations across Azure, Modern 
Work and Security, amongst others 
and work to CIS benchmarks in our 
recommendations, meaning you are in 
safe hands with us.
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SERVICES THAT BRING YOUR 
TECHNOLOGY TO LIFE
Contact your Softcat Account Manager today  
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SUITABLE FOR YOU IF…
	9 You are an existing Microsoft 365 customer. It will provide most value to those with Microsoft 365 E3 and E5 licences

	9 You are concerned about the security of your Microsoft 365 environment

	9 You are looking for the most current best practice security guidance and advice

	9 You’d like reassurance surrounding your security

	9 You are looking to attain a security accreditation such as ISO:27001 or Cyber Essentials Plus

WORKS WELL WITH
Microsoft 365 Security Essentials
Kick-starting your Microsoft 365 security position, 
aligning with industry best practice standards.

ITAM Microsoft 365 Licensing Assessment 
Lorem ipsum audissum aut adisitias et volo voloremo 
doluptat. Apissuntist, exeratas in plitae eos sanihitas 
ipiention perem faces simolor emporibus arum.

Azure Security and Health Assessment
Ensuring your Azure environment is secure and running 
efficiently by identifying potential security risks and  
cost savings. 

WHAT'S INCLUDED
Flexible assessment – We can come to you, or provide 
an online assessment, delivering a comprehensive session 
to understand your current security posture.

Expert guidance – You’re in safe hands with our expert 
technical consultants.

Tailormade solutions – We work with you to 
understand your business objectives before offering 
advice to meet your needs.

Proven advice – We hold several Microsoft Advanced 
Specialisations across Azure, Modern Work and Security, 
so deliver high-value solutions to customers.

Clear reporting – We provide a detailed report, tailored 
to your goals, with best practice recommendations and 
CIS benchmarks.
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