
Microsoft 365 Defender
Cloud Apps

Integrated threat protection with SIEM and XDR
Modernize how to protect your applications and data, and how to improve 

application health with Software-as-a-Service (SaaS) security.

Evaluation of the Operating System 
version and device management.

Addition of Microsoft Defender for 
Endpoint P1 and P2 customers (including 
those with Windows 365 Cloud PC).

Recommended settings for Microsoft traffic to 
travel through proxy servers and firewalls that 
restrict network traffic for devices that cannot 
connect directly to the Internet.

Enabling the Microsoft Defender for Endpoint 
service by explaining how to deploy a Microsoft 
Defender for Endpoint detection and response 
(EDR) agent profile using one of the supported 
management methods.

Implementation, configuration and 
training on Microsoft Defender for Cloud 
Apps Security.

Integration of Microsoft Defender for Office 365, 
Microsoft Defender for Identity and Microsoft 
Defender for Cloud Apps with Microsoft Defender 
for Endpoint.
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