
Azure AD Multi-Factor Authentication (MFA)

Azure AD Multi-Factor Authentication (MFA) provides  

an extra layer of security on user level. At log-in the user  

is asked to approve the sign-in request on the phone.  

This opens for passwordless login, where authentication 

happens by phone and facial recognition or with Azure AD. 

Activation of licenses 

Activation of MFA on selected users or applications

User guide to configuration of MFA

Plan for activation of MFA on remaining users

Configuration of Azure AD MFA – Conditional Access 

Azure AD MFA can be activated with Conditional Access. With 

Conditional Access we set up policies for a specific situation by 

which the user will be prompted for MFA authorization. This 

could, for instance, be if logging in from an unknown location,  

a non-compliant pc or another specific application. 

Get the whole package – 2 work days: total price 15.500 DKR. 

Let us configure your AD Multi-Factor  

Authentication (MFA) – Conditional Access

With solvo it’s Conditional Access package you get:

Azure Security  
Make your Azure platform more secure – and increase your Secure Score 

Azure offers a wide range of integrated safety services, which help you protect data, apps 
and infrastructure – both fast and simple



With Azure AD Baseline we make sure that the fundamental 

configurations are in place.  By optimizing the existing Azure AD 

configuration and review of rights, we create a full overview of  

users with privileged roles. 

Ad an extra layer of security with an  

“emergency” account

Monitoring will provide you with an overview of logins, but  

also help with the handling – including periodic change of 

password and guide in case of unauthorized use.  

Azure Security 
Strengthen security of your Azure Platform with built-in tools

solvo it’s Azure AD Baseline – secures access to Azure and Office 365 and meets  
the industry’s requirements and recommendations for security.

Benefits of using Azure Security:

Significantly improved secure score in both Azure and Office 365

Full control of administrator accesses in Azure and Office 365 through 

Privileged Identity Management

Monitoring of accesses and actions plans for unauthorized access to Azure 

and Office 365 through, among others, Azure Monitor and Log Analytics 

Get the whole package – 2 work days: total price 15.500 DKR. 

Azure AD Baseline package 

Review of external accounts with admin. rights

Review of privileged roles

Suggestions for clean-up in privileged roles

Configuration of emergency accounts 

Monitoring of emergency accounts 

Suggestions for additional security measures (e.g. Azure AD PIM)

Documentation


