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Data is the greatest asset of an enterprise

Protecting the enterprise data is therefore a number one priority in safeguarding
your company assets. This 3-day workshop will focus on how Information
Protection enables you to discover, classify and protect your documents at all times,
at any place.

Security Governance Data classification

Learn how you can use
Information Protection
& Governance so you
can fulfill regulatory
requirements.

Use the Microsoft
security stack to
classify and protect
your most valuale
documents, whether
they're being accessed

internally or sent
externally.

Sensitivity 'abehng 2

We'll demonstrate
during a Proof of
Concept for a seleted
group of users how
sensitivity labeling
works, apply it to a set
of files and
demonstrate the
effectiveness.




Sensitive data strategy
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What is your strategy for protecting and managing o ‘,'.:::
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Do you have an overview where your business o'.:,‘..' . -

critical and sensitive data resides and what is o’: .‘..°

being done with it?
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@ Do you have any control of your data as it
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travels outside of your organization?
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Do you currently use third-party solutions to
discover, label and protect data?
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3-day workshop agenda

See Information Protection in action. We will set up a fully working environment where you can get familiar with sensitivity labels,
and start protecting your documents.

Office 365 Security & Compliance

@ «Kick-off & briefing

Defining the scope of the Proof of Concept, and making sure all G Home Sevctivy | Retemtion
requirements are in place.

Home > Labels

Sensitivity labels are used to classify email messages, documents, sites, and m,
A Alerts ) add content marking, and control user access to specific sites. Learn more abc

g8 Permissions | S Publish tabeks
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spotit will create the necessary labels & policies tailored to your - ‘““ :
needs Label policies

Sensitive info types rrems M&A Plan

Highly Confidential MARCH 2018, CONT

L_é Data loss prevention M&A ID: #C0O015150¢

‘ Action II_JI Data governance

Experience firsthand how you can benefit by applying sensitivity £ T
labels to you documents. Afterwards, we will evaluate and define the
next steps together.

An M&A proposal regarding the px
“Shanghai.” Prepared by the Conto
department at Contoso, Colorado d
Colorado - 319 W. 4th Street, P.O.

Confidential-HR 555-1234
WWWCONtOSOWALET.OTE

Confidential-Finance

O 0000 O

spotit




Why should you choose for spotit?

P

Offices: Merelbeke,

Scale-up: °2014 q Antwerpen &
Herk-de-Stad

Focus on Security and Q Differentiate through

Network layer knowledge and experience

Team of +100 ambitious and @ > 125 active customers

high qualified people worldwide

Revenue 2019: 17.5M
100% Y-0-Y growth

SpotlT Academy

Market: organizations where
security and network is key to
a stable IT environment

Security and networking is not a project but a vision covering your complete company!




LET'S CONNECT
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www.spotit.be (@spotitbvba
info@spotit.be linkedin.com/company/spotit
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