
SQL2 Fabric Mirroring



Introduction
SQL2Fabric Mirroring: Seamless, Real-Time Data Integration to Microsoft Fabric

Striim's SQL2Fabric Mirroring is a fully managed, low-cost service designed to streamline the 
replication of on-premises SQL Server data to Microsoft Fabric. This powerful solution offers 
several key benefits:

● Personalized User Experience: Easily load your on-premises SQL Server data into Fabric 
with a user-friendly interface.

● Automated Data Pipelines: Benefit from automated initial load and Change Data Capture 
CDC) processes, ensuring seamless data replication.

● Automated Schema Conversion: Simplify data migration with automated schema 
conversion.

● High Scalability and Availability: Handle large datasets and ensure uninterrupted data flow 
with cross-regional disaster recovery features.

● Robust Security: Protect your sensitive data with advanced security measures and 
compliance standards.



Architecture - Striim + Fabric Mirroring service
Striim offers high performance data ingestion from on-premise SQL server to Fabric OneLake 
and seamlessly integrated with Microsoft Fabric to pick up data from OneLake and write to 
Fabric Data warehouse or Lakehouse targets
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Getting started

Simple few steps to try SQL2fabric Mirroring service by Striim
1. Subscribe to Fabric solution plan from Azure marketplace & Sign up to Striim Cloud
2. Create Striim Cloud cluster
3. Set up Private link for MSSQL & Fabric target Mirroring, Data warehouse & Lakehouse)
4. Create fully automated smart data pipeline 
5. Monitor data flowing to Fabric targets

Signup
● Marketplace
● Striim.com/
● Choose appropriate 

plan
● Trial plan for 60 

days

Create cluster
● Create Striim 

cluster
● After 60 days start 

charging by 
reporting to Azure

Setup secure connection
● SSH connection
● Azure private link 

connection

Create app
● Creates data pipeline

Value
● Monitor data streaming to 

Fabric targets

http://striim.com/Fabric


Onboarding Step 1 - Sign up

User chooses one of these options
➔ Sign up on Marketplace 
➔ Sign up for trial on Striim.com/Fabric
➔ Signup from the link Microsoft shared with the customer 

4-cores

Reach out to Striim for more pricing details

4-cores @ $0,50 per 
hour
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4-cores

http://striim.com/Fabric


Onboarding Step 2 - Create cluster

Create Striim cluster
1. Create new service
2. Select the region
3. Select the size of the cluster



Onboarding Step 3 - Create secure connections

Striim supports below connection methods to source and targets
1. SSH tunnel
2. Azure Private link (recommended)

There are three possible topologies to connect the sources depending on where source is 
located.



Topology 1 (source DB in Cloud)
Striim is deployed into AKS service in Azure cloud in Striim subscription with a dedicated VPC 
for customers
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Topology 2 (source DB in on-premise)
Striim will require customer to setup VPN between on-premise & customers subscription to 
securely connect to on-premise via Private link
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Topology 3 (source DB in on-premise with agent)
Striim will require customer to setup VPN between on-premise & customers subscription to 
securely connect to on-premise via Private link and install Striim MSJet agent
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Creating Private link
Create a private link with a endpoint for each source & target. 
To create PE, goto Striim Cloud service → Security and follow the prompts

on-premise



Onboarding Step 4 - Create data pipeline

1. Click on Launch to build apps
2. Striim by default selects the source SQL 

Server and target for you
3. Simply provide the required inputs with 

Private link details created earlier
4. Data Pipeline starts moving data



Source configuration
1. Select the SQL server and Fabric 

Mirror template
2. Enter SQL server credentials
3. Enter the Private Endpoint details 

to connect to the SQL
4. If MSSQL running on-premise, 

make sure private end point is 
able to reach source database via 
VPN

5. Select schema and tables
Private Endpoint to connect



Fabric target configuration
1. Enter Fabric credentials
2. Choose user/pwd or OAuth 

connection types
3. Review amd finish configuration



Monitor your automated Fabric data pipeline 

1. Monitor data streaming of IL & 
CDC. Striim will automate setting 
up data pipeline from on-premise 
SQL server to Fabric Mirroring 
pair creation to your target

2. Validate the data on Fabric target 
replicated by Fabric mirroring 
service seamlessly


