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Cyberangriffe werden komplexer, vielseitiger und teurer. Unternehmen 
stehen somit unter Druck, ihre Sicherheitslandschaften schnell und 
skalierbar weiterzuentwickeln. Und hier kommen wir zur Hilfe! 

Mit dem SVA Security Operations Center (SOC) und Microsoft Sentinel 
erhalten Sie ein modernes, cloud-basiertes SIEM inklusive Experten-Support. 
So stellen wir sicher, dass Sie optimal von unserer langjährigen Erfahrung im 
Bereich Cyber Defense profitieren – für maximale Sicherheit zu jeder Zeit. 

Gewinnen Sie Einblick 
in die Leistungsfähig-
keit moderner Security 
Operations mit Microsoft 
Sentinel.

MICROSOFT SENTINEL 
ALS OPTION IM SVA SOC 

Die Kombination von SVA SOC und 
Microsoft Sentinel bietet Ihnen: 

  	24/7 Monitoring & Incident Response
  	KI-gestützte Erkennung & 
	 Automatisierung
  	Skalierbare Datensammlung aus 

Cloud & On-Prem
  	Strategische Beratung von 
	 SVA-Security-Architekten
  	Sofort nutzbare Sentinel Use Cases
  	Einsetzbare Playbooks & Dashboards
  	Geringere Betriebskosten durch 

Sentinel Pay-per-Use
  	Nahtlose Abrechnung & Bereitstellung
 	 über den Microsoft Marketplace

SVA Security 
Intelligence Platform 

Bereitstellung und Betrieb
einer zentralen Security-Event-

Management- und Analyse-Plattform

Emergency 
Response Service

Umfassende Unterstützung 
bei der Schadens

eindämmung und Forensik 
bei einem 

Sicherheitsvorfall

Security Monitoring
Kontinuierliche

Überwachung und Analyse 
von Sicherheitsvorfällen 

durch Security-Spezialisten
 inkl. Alarmierung

Network Traffic 
& Behaviour Analysis
Anreicherung der Security 
Intelligence Platform mit 
Netzwerkflussdaten

Endpoint Detection 
& Response 

Verhaltensüberwachung von 
Endgeräten und Servern mit 
zielgerichteter Reaktion auf 

Sicherheitsvorfälle



SVA WORKSHOP / Microsoft Sentinel

ÜBER UNS
Die SVA System Vertrieb Alexander GmbH ist einer der führenden 
deutschen System-Integratoren und verknüpft hochwertige 
IT-Produkte mit Projekt-Know-how und Flexibilität zu optimalen 
Lösungen. Branchenunabhängige Kernthemen sind Datacenter, 
Business Continuity, Digital Process Solutions und SAP, ergänzt mit 
Expertise zu modernen Anforderungen wie Cloud, Cyber Security, 
Big Data & AI, Modern Workplace sowie Agile IT & Software 
Development.

KONTAKT
Michael Stachowski
Business Development Manager 
Microsoft Security
michael.stachowski@sva.de

SVA System Vertrieb Alexander GmbH
Borsigstraße 26
65205 Wiesbaden
www.sva.de

Sie sind interessiert? 
Dann kontaktieren Sie uns gerne!

FAKTEN

Art des Angebots
Workshop

Dauer der Schulung
1 Tag

Maximale Teilnehmer
Unbegrenzt

Ort
Remote

Zielgruppe
IT-Verantwortliche, die
– ihr SIEM modernisieren oder

ablösen möchten
– SOC-Prozesse auf ein Cloud-
	 betriebenes Modell heben wollen
– Microsoft-Security-Daten besser

nutzen möchten
– Compliance- und Governance-

Anforderungen erfüllen müssen
– die Effizienz ihrer Security-Teams

erhöhen wollen

SVA SOC MIT MICROSOFT SENTINEL. 
JETZT IM WORKSHOP KENNENLERNEN!

In unserem Workshop zeigen wir Ihnen, wie Sie mit Microsoft Sentinel im SVA SOC 
Ihre Sicherheitsprozesse transformieren, Risiken reduzieren und durch Automatisie-
rung effizienter arbeiten.

INHALTE DES WORKSHOPS
 Komplette 360°-Sicherheitsperspektive

Wir binden Ihre relevanten Microsoft Cloud- und On-Prem-Systeme in Microsoft
Sentinel an und ermöglichen so einen vollumfänglichen Blick auf alle sicherheits-
relevanten Aktivitäten in den Bereichen Identitäten, Endpoints, Applikationen
und Cloud-Infrastruktur. Selbstverständlich bringen wir dabei unser Know-how
rund um Incident-Response-Prozesse, Use-Case-Modellierung und Threat
Intelligence mit ein.

 Use-Case-Profiling & Regelwerksentwicklung
Basierend auf den Sicherheitsdaten Ihrer Umgebung erstellen wir ein
individuelles Sicherheitsprofil. Im Workshop definieren wir dazu gemeinsam:
– relevante Use Cases
– priorisierte Erkennungsregeln
– automatisierte Reaktionen (SOAR-Playbooks)
– Integration Ihrer Compliance- und Governance-Anforderungen

 Transparenz & Handlungsempfehlungen
Sie erhalten eine klare Roadmap zur erfolgreichen Einführung, Nutzung und
Erweiterung von Microsoft Sentinel in Kombination mit dem SVA SOC.

MEHRWERTE DES WORKSHOPS 
Sie erfahren,
 wie ein modernes Cloud-SIEM Bedrohungen in Echtzeit erkennt.
 wie Sentinel sich nahtlos in Ihre Microsoft-Security-Services integriert.
 wie das SVA SOC Anomalien bewertet, priorisiert und reagiert.
 welche Schritte notwendig sind, um Sentinel produktiv und 

Compliance-konform einzusetzen.




