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Microsoft Identity Value
Realisation

Identities are a key pillar of any security solution. We assess your
current identity and security maturity and advise how to protect those
identities and secure access to the resources they need to perform
their role.

BT Microsoft 365

Key Features

Assess your current ldentity Maturity for Microsoft Entra
capabilities.

Identify any potential gaps in your Identity solution that
can be filled with Microsoft solutions.

Discover and assess risks in your environment with
recommended mitigations.

Define a Transition Plan to improve Identity Maturity
and consolidate to Microsoft tools.

Secure your identities with Microsoft Entra and
integration with Defender XDR and Sentinel.

Secure access to your environment with Zero Trust
methodologies such as explicitly verify.

Protect access to your resources such as email, files,
applications and more with Conditional Access policies.
Enforce additional verification such as Multi-Factor
Authentication when accessing sensitive apps or data.
Allow users to access all their applications with a single
set of credentials.

Build the foundational Identity solution required for the
implementation of Microsoft’s Al service, Copilot.

A design based on Telstra recommended configuration
with NCSC and Microsoft guidelines.

Solution objectives

Improved Identity Maturity using Microsoft cloud
services.

Protect access to any resource in the cloud or on-
premises.

Introduce Zero Trust methodology to explicitly verify
any identity accessing your resources.

Automate access to resources based on roles and
personas.

Transform how users access their applications and
make accessing resources such as data and apps easier
for end users.

Ensure identities have only the access to what they
need to.

Deploy the solution with minimised user impact.

Did you know that 61% of breaches involve
credentials that have been stolen, or that there
are over 3,500 password attacks per second.

The transformation many organisations have seen

in recent years has introduced or heightened new challenges.
Cloud applications, such as Microsoft 365 and other SaaS
based applications are easy to deploy, but there are many of
them. Users have several usernames and passwords to
remember. Which can

be a security risk.

With the increased requirement for hybrid working,

users are accessing information from any location and any
device. What tools are available to monitor and detect vulnerable
identities? How do you manage

access to resources?

With Microsoft Entra you can configure a robust Identity and
Access Solution that will secure access to your resources and
improve the productivity of your end users accessing them.
Telstra's experience and expertise with Microsoft Entra can help
you identify improvements to your Identity solution, establish a
recommended setup

to test out the service or provide a full implementation service to
deploy a solution tailored to your requirements.
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What we will deliver

Our comprehensive 4D methodology
“Discover, Define, Deliver and Drive.”

Our 4D methodology enables us to effectively
improve your identity and security maturity with
Microsoft Entra. We can then drive the best
value from your Microsoft investment.

Q Assess your current identity posture
and provide recommendations for
improvement.

Define a strategy and Transition Plan
D to improve your identity posture with
Microsoft Entra.

Work alongside you to implement the
Transition Plan.

Deploy the solution and handover to
internal teams or Managed Service.

Why Telstra?

We simplify your cloud strategy with our
end-to-end capability across advisory &
design, cloud platforms, networks &
managed services

We deliver a joined-up cloud approach by
utilizing our 1,500 certified experts across
Cloud, Security, Networks and Modern
Workspace

We are a Microsoft Azure Expert MSP,
Security Solutions Partner with an
Advanced Specialisation in Threat
Protection

As a global service provider, we have unique
insights into the business-driven value that
the cloud represents and advise our clients
on how to navigate these complexities with
confidence

Contact your Telstra account representative for more details.

X telstraenquiry@team.telstra.com @ telstra.co.uk

Microsoft Value Realisation Implementation (MVRI) -

Microsoft Identity Value Realisation

Microsoft Value Realisation Assessment (MVRA) - Discover

Assessment Workshops

Assessment Reports

Microsoft Value Realisation Strategy (MVRS) - Define

Transition Plan

Design Documentation

Deploy

Solution Implementation

Test and Validation

Telstra Security Managed Services - Drive

Onboarding

Ongoing Maintenance and Support

Why Microsoft?

Leader in four Gartner magic
quadrants and six Forrester Wave
categories for Security.

Microsoft Entra protects over
720,00 organisations worldwide.

Over 30 billion identity threats are
detected and responded to every
day in Microsoft Entra.

Entra integrates with Microsoft’s
full end-to-end security stack
across, ldentity, Email, Files,
Endpoints, Servers,

and Applications.
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